Key Points

→ The rules-based framework, as instantiated in rules established under the World Trade Organization (WTO), is not equipped to address the issues that are emerging under the technological conditions generated by the digital transformation.

→ The emerging knowledge-based and data-driven economy features incentives for strategic trade and investment policy and a confluence of factors contributing to market failure at a global scale; digital social media and platform business models have raised concerns with calls for regulation of cross-border data flows; and newfound security issues raised by the vulnerabilities in the infrastructure of the digitized economy have precipitated a potential decoupling of global production networks along geopolitical fault lines.

→ To date, the response has been fragmented, incomplete and, in large part, conducted outside the WTO. A new WTO digital round is required to create a multilateral framework that is fit for purpose for the digital age.

Introduction

International institutions are creatures of their age. They reflect the power structures that exist at their creation and are designed to mediate the frictions that contemporary economic and political frameworks generate. By the same token, their useful half-life can be remarkably short because times change. This is especially the case in an era of rapid technological change that drives transformation of national economic interests and business models and tectonic shifts in international power balances.

The WTO 1.0 was created for an industrial age in which the underlying economics was generating explosive cross-border fragmentation of production through the progressive unbundling of production of goods and services (Baldwin 2016) and in which the global hegemon, the United States, was transforming into a knowledge-based economy with new-found interests in raising the level of protection.

1 With regard to the role of power in shaping international institutions, Andrew Bacevich (2002) and John Ikenberry (2005) discuss the institutional implications of America’s unipolar moment. Robert Keohane (2015) meanwhile comments on the role of a rising European Union in shaping international institutions that the United States does not support—in particular, the International Criminal Court and the convention on the ban on land mines. For a longer-term perspective, see Kyle Lascurettes (2017) for a comparison of the nineteenth-century Concert of Europe and the postwar era US-led framework and the contrast between these two and the inter-war League of Nations. The Council on Foreign Relations (2008) comments that “the architecture of global governance — largely reflecting the world as it existed in 1945 — has not kept pace with fundamental changes in the international system, including but not limited to globalization.” A similar narrative concerning the failure of the multilateral system to cope with the changes in the international economic environment is developed in a volume edited by Meredith Crowley (2019).
of intellectual property (IP) internationally to capture rents (Ciuriak 2017a).

Given the nature of the economy for which it was designed, the WTO agreement — as well as its further refinement in the Trans-Pacific Partnership (TPP)² — made perfect sense both in terms of structure and legal articulation. Most trade is conducted by large multinational firms. The WTO/TPP model provides the multinational firm unfettered access to global markets and the freedom to optimize seamlessly across modes: cross-border sales, commercial presence, licensing or joint venture. In this sense, the firm’s expanded “freedom to operate” allows it to extract benefits from optimization across different modes to the extent that these modes are not perfect substitutes (Ciuriak 2017b). This is the under-appreciated and non-quantified economic benefit of this regime.

The world for which the WTO was created has moved on. We are now in the early years of the data-driven economy, already well into the disruption of consumer services by internet-based business models, on the cusp of the shift of innovation into machine-learning space and shortly to see the unfolding of the Internet of Things (IoT) on a grand scale with the advent of 5G telecommunications networks. Moreover, with the rise of China, the conditions of international economic competition and geostrategic rivalry have changed decisively.³

The WTO in its current form was not designed to mediate the tensions erupting in this emerging economy (Bown 2019). In this sense, it is no longer “fit for purpose” (Schneider-Petsinger 2019). The question becomes the following: looking beyond the immediate crisis (that is, the challenge of establishing a modus vivendi that accommodates China’s rise), can a new WTO 2.0 be constructed that preserves the

² For a comprehensive review of the role of agreements, such as the TPP in advancing a WTO — plus/extra model of regulation suited for the conditions of the twenty-first century industrial/knowledge-based economy, see Benedict Kingsbury et al. (2019).

³ On the economics of the emerging data-driven economy, see Dan Ciuriak (2018). On the implications for market concentration through the rise of “superstar” firms, see David Autor et al. (2017) and Ram Shivakumar (2017). See Michael Porter and James Heppelman (2014) for a discussion of the transformative nature of the IoT against the background of previous major shifts in competitive conditions brought about by the deployment of information technology and the exploitation of informational advantage. For the implications of the emerging technologies and the rise of China for national security and the geo-economic order, see, for example, J. Benton Heath (2019), Ciuriak (2019a) and Chad Bown (2019).
utility of the institution for mediating the trade tensions of the industrial era for which it was designed, while also tackling the emerging trade tensions of the data-driven economy? And what would such a WTO 2.0 look like?

The Substantive Issues of WTO 2.0

WTO 2.0 will be defined by rules developed to channel technological rivalry in the digital era into benign and constructive modes. Various reform efforts and discussions are already underway that are relevant to a reformed WTO for the digital age:

→ Plurilateral negotiations have been started on an e-commerce regime with a number of parties tabling proposals and/or non-papers (WTO 2019a; Bridges 2018).

→ The WTO is studying the moratorium of customs duties on electronic transmission, motivated in good measure by WTO members concerned about the distribution of the benefits of the digital economy (WTO 2019b).

→ Discussions of WTO dispute settlement are underway to address the US blockage of Appellate Body appointments, which, in part, is a tactic in the flaring strategic rivalry between the United States and China (Bown 2019).

→ Discussions have been held by some parties about China’s industrial policy model (Baschuk and Donnan 2019); these are largely motivated by the technological rivalry engendered in the data-driven economy (Ciuriak 2019b).

→ The implications of data governance for IP rights are being actively discussed (Centre for International Governance Innovation [CIGI] 2019); the WTO has recognized that “The wide adoption of digital technologies is... redefining intellectual property rights in trade” (WTO 2018).

→ The competition policy issues raised by the data-driven economy (including regulation of digital platforms to address abuse of dominance and the welfare and competition implications of the use of big data to manipulate consumer choice through techniques such as framing, nudges and defaults) are being actively discussed by competition authorities and the epistemic community in this area worldwide.6

→ A plethora of data-related regulatory issues have been broached that impact global commerce, including data governance in general, privacy, misinformation and fake news, national security, the application of regulations to the gig economy and others. Canada’s new Digital Charter touches on many of these (Innovation, Science and Economic Development Canada 2019); however, these issues are also being raised in many other fora.7

→ Widespread concerns have, for some time, been raised about the fracturing of the global economy into walled-off and possibly warring data realms (Ciuriak and Ptashkina 2018a; Aaronson and LeBlond 2018; McDonald and Mina 2018; O’Hara and Hall 2018). This appears to be happening (Lake 2019).

There is a sufficient mass of substantive issues on the table to warrant consolidation into a full-fledged negotiation round with the potential to facilitate agreement through trade-offs across issue areas.

---

4 Stop-gap solutions are being developed to sustain the WTO’s ability to continue functioning. The European Union, for example, is working on a proposal for a “shadow” system to get around the US blockage of appointments to the Appellate Body (Nienaber and Miles 2019).

5 For example, a workshop hosted by the Canadian Intellectual Property Office and CIGI focused on the nexus between artificial intelligence (AI), Big Data and IP rights; for a discussion of the trade and economic policy implications at the workshop, see Ciuriak (2019c).

6 See Dominic Thérien, Stéphanie St-Jean and Bianca Annie Marcelin (2019) for a report on the Canadian Competition Bureau’s Data Forum: Discussing Competition Policy in the Digital Era. Anthony Duronder (2019) provides an overview of the competition policy issues that are raised in the data-driven economy and being addressed actively at the national level. Robert D. Anderson et al. (2018) survey these issues at the international level against the background of a moribund WTO competition program. See the Stigler Center’s series of conferences on competition and anti-trust in the digital era; in particular the white paper on the economy and market structure from the 2019 conference (Morton et al. 2019) and references therein.

7 See for example the range of issues addressed by the International Grand Committee on Big Data, Privacy and Democracy (Hirsh 2019).
Governance of Data Flows — Trade-related Aspects of Data Exchange

Several threads of current work could be brought together to forge a new agreement that could be named the “agreement on trade-related aspects of data exchange.” This would subsume the negotiations on electronic commerce and the moratorium on tariffs on digital products, and generalize the treatment of data to establish rules that recognize and reconcile the different roles of data and address the need for neutrality of taxation of digital and non-digital products.

Developing a framework for negotiations would arguably start with a distinction between tangible digital products that are traded with a normal commercial paper trail of invoices and receipts, the electronic transmissions that serve as the means of conveying such goods and services across borders (which can be understood to be an integral part of the tangible digital product itself) and the commercially valuable ancillary information embodied in the data generated by commercial transactions, including those that involve an implicit barter exchange of “free” services for the use of the information that is provided by the digital engagement of individuals for commercial exploitation (“Mode 5” digital trade in Ciuriak and Ptashkina 2018b); alternatively, trade in a zero-price market.

This focus on data — and especially on its value — appears to be largely missing from the current WTO negotiations on electronic commerce. Addressing trade in a zero-price good (or service) — with all the consequential issues that this type of commercial activity raises — would be novel for the WTO. Developing an appropriate framework for addressing this type of trade would seem to constitute square one as the point of departure for WTO 2.0.

Clearly, data, in its role as the medium of delivery of commercial services, must be able to flow unimpeded across borders, consistent with the WTO’s General Agreement on Trade Services (GATS) commitments on technological neutrality of services delivery — that is, the transition to digital forms of service delivery does not modify the GATS commitments. However, this freedom cannot be read to entail commitments on the asset value of data generated by nations: some 90 percent of the market capitalization of firms in the Standard and Poor’s 500 Index is now comprised by intangible assets, much of which can be attributed to the value of data. The sharing of the ancillary value of data flows across borders would seem to require a negotiation that recognizes this value — and all that this recognition entails — including enabling developing countries to capture part of the rents as quid pro quo for not throwing up barriers to what they would otherwise perceive as digital “colonization” (Kwet 2019).

The economics of the data-driven economy ensure that this negotiation will be far from easy. For example, the data-driven economy seems to take the impact on an industrial economy of increased market access for foreign firms and stand it on its head. In the industrial economy, increased market access for foreign firms increased competition, lowered prices and expanded consumer surplus, while reducing domestic producer surplus; in the data-driven economy, by contrast, increased market access tends to eliminate competition and enables first degree price discrimination, which reduces consumer surplus, transferring the resulting expanded producer surplus from the local economy to the multinational firm.

Quantification will be critical for success. To put these negotiations onto a quantitative footing, there will be a need to measure the value of the barter exchange. This could start with the measurement of the value of free services provided over the internet (for example, Nakamura et al., 2018). These free services clearly are covered by the phrase “content transmitted electronically” (the language in the Comprehensive and Progressive Agreement for Trans-Pacific Partnership [CPTPP]). However, the valuation would also have to take into account the revealed
value of data as captured in market capitalization of data-intensive firms (Ciuriak 2019d).

**Legitimate Public Policy Exceptions (A Digital Article XX)**

The plethora of issues related to information flows suggests that WTO 2.0 will require a well-articulated regime for what constitutes “legitimate” exceptions from the free flow of data commitments. These exceptions will need to go beyond online consumer protection, privacy and protection of personally identifiable information (issues considered in privacy measures, such as the EU’s General Data Protection Regulation) to cover measures addressing the matters related to “surveillance capitalism” (Zuboff 2019). These include socially harmful uses of data, such as “fake news” and misinformation for personally targeted advertising and/or messaging — for example, the exploitation of psychological vulnerabilities of individuals for marketing purposes or for political manipulation or “manufacturing populism.”

**Security Exceptions (A Digital Article XXI)**

The issue of security for the intangible infrastructure of the digitized economy, as the IoT buildout looms, is a major issue. Across the board, the IoT will likely involve linkages to telecommunications, transportation, the power grid and financial services in one way or another. Each of these areas has traditionally been closely regulated/controlled by national governments because of national security concerns. Already, national security concerns have been raised about the participation of geopolitical rivals in the provision of hardware, let alone managing the flow of data, for the IoT.

Yet, while the focus of attention is on Huawei, the problem of backdoors is pervasive (Armasu 2018; Sanders 2019). As the economy becomes increasingly digitalized, national governments are unlikely to accept the implicit risks to national sovereignty from the level of intrusion into national infrastructure systems that current systems allow, even from “friendly” governments.10

Existing WTO measures providing for national security exceptions (Article XXI) were not designed to deal with these kinds of issues. For example, the requirement of an “emergency” to trigger Article XXI protection for measures is hard to read into the IoT buildout, which creates vulnerabilities but not immediate emergencies. At the same time, the consequences of security breaches would also seem to be, apart those that could potentially cripple backbone infrastructure (Macauley 2019), orders of magnitude smaller than the kinds of concerns that are needed to invoke WTO Article XXI, which refers to fissionable materials, traffic in military munitions or actions taken in time of war. Data breaches are almost routine, IP theft is the equivalent of shoplifting and the consequences at the national level of an IoT disruption in an environment of an arms race between hacking and hacking defence are likely to be limited in terms of duration, scale and scope.

This issue is being brought to the WTO 1.0 by China in respect of Australia’s ban on Huawei’s participation in the development of Australia’s 5G network. This is far from the only national security issue that has been raised. However, if ever there was an issue that needed to be decided by the legislative faculty of the WTO rather than a panel, this is it.

**Free Trade Agreement Exceptions (A Digital Article XXIV)**

The European Union is developing its digital single market, which will give discriminatory access to digital markets within the European Union to member states. It would appear at first blush that a plethora of issues need to be addressed to determine what would be suitable ground rules for such derogations from the most-favoured nation principle as the digital economy expands its coverage of global commerce.

---

10 See, for example, a discussion of the prevalence of backdoors and the use of them in Jans-Peter Kleinhans (2019, 7). Also, see David Sanger and Nicole Perlroth’s (2019) discussion of “deployment of American computer code inside Russia’s grid and other targets” and Russian use of such weapons to disable power grids in the Ukraine.
Competition Policy Will Move Front and Centre

Competition policy promises to be to the data-driven economy what trade remedies are to the industrial economy.\(^\text{11}\) In the Uruguay Round, competition was part of the negotiations, but ultimately was not addressed and shuffled off into the so-called Singapore issues. This reflected the fact that the industrial economy of the age was inherently pro-competitive and competition policy concerns were mostly focused on addressing behind-the-border measures that limited market access in particular sectors (for example, telecommunications).

Where Uruguay Round concerns focused on government measures that reduced competition, the data-driven economy features market features that reduce competition, such as economies of scope, economies of scale, network externalities in many cases and pervasive information asymmetries (Ciuriak 2018). Each of these effects is capable of inducing market failure on its own; the combination is a “quadfecta” of factors capable of inducing market failure. Not surprisingly, the data-driven economy is witnessing a steep increase in concentration of markets with the emergence of “superstar firms.”

These are not theoretical concerns. Already, as noted by Lurong Chen et al. (2019), “the technology giants have been censured for abuse of dominance, ethical failures in exploiting private information, tax avoidance, leveraging their size to extract public subsidies, and pre-emptive takeovers of potential future competitors.”\(^\text{12}\) Even in instances where markets have proven to be contestable by data-driven firms, the result tends to be one monopoly or the other — for example, when Uber exited the ride-sharing business in Southeast Asia, it sold its business to Grab, which was its main competitor and backed by Japanese telecoms giant SoftBank and China’s leading ride-sharing firm, Didi Chuxing (Mogg 2018).\(^\text{13}\)

In all likelihood, identifying a widely accepted set of policies will not be straightforward. With regard to the platform sectors, radically different conceptions have been advanced, ranging from one “corner solution” (regulating the platform firms as utilities) to the other (breaking them up, following the example of the trust-busting era of the early 1900s) and points in between (for example, adopting the German insurance sector policy of requiring the platform firms to share their data with competitors if they acquire a dominant market share). National positions will tend to be based on what is most advantageous for national champions. Further, even though there appears to be a growing sense that competition policy tools need to be sharpened and oversight strengthened to address concerns about market dominance in the digital era, there is no settled consensus on the needed reforms.

The European Union has taken the lead in addressing abuses of market dominance in the digital economy space, but individual governments are also acting.\(^\text{14}\) In this environment of policy activism, the aim of WTO 2.0 would be to provide a coherent set of policies tailored to the changing competition landscape and broadly acceptable to the international community.

New International Conventions on IP — the Agreement on Trade-related Aspects of IP Rights 2.0

The profound change in the nature of innovation with the industrialization of innovation through the shift into machine learning space will necessitate a soul-searching review of how society treats IP. As argued in Ciuriak (2019c):

“...innovation has changed fundamentally, remarkably, and in many different dimensions. The policy on the protection of IP has followed a simple path of steady broadening and intensifying IP protection. The basic instruments for incentivizing innovation were developed

---

11 The author is indebted to Patrick Leblond for this insight.

12 References in the original quote include: in respect of abuse of dominance, the finding by Germany’s competition authority that Google had used its dominance to favour affiliated companies (European Commission 2018); in respect of ethical breaches, Facebook has been censured by the UK House of Commons’ Digital, Culture, Media and Sport Committee (House of Commons UK 2019); as regards tax avoidance, Financial Times (2018); in respect of leveraging subsidies, Scott Simon (2018); and in respect of pre-emptive takeovers, Steven Davidoff Solomon (2016).

13 The author is indebted to Henry Gao for drawing my attention to this case.

14 For example, in 2017, Germany introduced a major reform of its competition law with the aim of creating a “regulatory framework for the digital economy” (Guerin and Lübbig 2018).
during the Renaissance. Applied in today’s institutional and economic-strategic context, they are often counter-productive in terms of net stimulus to innovation and now require offsetting defensive measures. Accordingly, whether our incentive structures need to be retooled is a major economic policy issue for the data-driven economy.”

Inter alia, issues that will need to be addressed include: the ownership of IP created by AI and machine learning; shortened protection terms given the acceleration of innovation; a rethinking of transparency rules related to the secrecy of algorithms (reflecting the distinction between this and the requirement for publication of protected ideas in the patent context); and limits on trade secrets, given the need for competitive access to proprietary data when companies have dominant market positions. Concrete provisions should be based on broad principles of technological neutrality, precautionary principle and transparency.

One key area for WTO 2.0 is trade secrets. This is the new area for expansion of IP protection, with the United States and the European Union both giving an expansive reading of trade secrets in new trade secrets laws. This not only creates risk to the dynamism of their own innovation systems but also undermines the basis for the internationalization of protection. It is possible for countries to agree to protect the IP generated in other jurisdictions if the content of the IP is published and if the protection is time-limited; it is difficult to see countries signing onto this protection if the IP remains secret indefinitely and there is no prospect for eventually gaining access. This rather fundamental point seems not to have been considered at all to date.

**An Updated Investment Agreement (TRIMS 2.0)**

The current Agreement on Trade-related Investment Measures (TRIMS) in WTO 1.0 was negotiated in a context where foreign direct investment (FDI) was actively sought by host economies because it brought with it new technologies, capital and connections to global markets. Even so, the TRIMS is very thin in terms of content, reflecting the controversial nature of investment regulation at the international level. It covers only investment measures affecting trade in goods, and its main effect is to restrict local content requirements.

TRIMS left open certain issues, in particular export performance and technology transfer requirements, that were hotly contested in the Uruguay Round but are addressed in recent preferential trade agreements, such as the CPTPP. The latter issues are now hot buttons in the trade and technology war between the United States and China.

The issues that need to be addressed in the knowledge-based and data-driven economy, go beyond technology transfer requirements. Inward FDI tends to be extractive, reducing the dynamism of local innovation networks. This has been recognized by some countries in response to the inflows of FDI from China into their innovation systems; however, it is a general problem for all economies with respect to FDI from all sources and not only from the standpoint of geostrategic rivalry. In the digital age, investment by state-owned or state-linked enterprises constitutes a new source of friction. Further, in the “winner takes most” context of the digital economy, competition policy issues loom much larger in regulating international investment than they did in the industrial era context that informed the Uruguay Round negotiations.

A new TRIMS would thus have many tasks, including: expanding to cover services and the digital economy to recognize the extractive nature of FDI in the knowledge-based economy; distinguishing between private investment and state investment; and recognizing the anti-competitive nature of mergers and acquisitions of young technology firms by cash-flush tech giants aiming to prevent the emergence of future competition.

A new TRIMS should also acknowledge the primacy of knowledge spillovers in economic development. This argues for allowance for technology transfer conditionality in FDI approvals. It should also broker competitive access to the build-out of the digital infrastructure, such that third countries are not caught in the vise of US-China rivalry. Both of these considerations suggest that framing rules solely to resolve US-China tensions could result in damaging rules for the rest of the world. Hard cases make bad law.
Reframed Disciplines on Subsidies

Perhaps the single most important complaint that has been mounted against China has been that it provides pervasive and massive subsidies to particular high technology sectors in order to tilt the playing field to its advantage. Arguably, however, the problem lies not with China’s policies, but with the conventions adopted by the Organisation for Economic Co-operation and Development (OECD) to guide policy. The data-driven economy generates risk-return metrics that favour increased public investment relative to private investment. Evidence of this is the fact that we see corporations sitting on trillions of dollars’ worth of retained earnings and not making investments at a time of transformative opportunity, while China, which is not handicapped by OECD principles, has not hesitated to jump into this space with public sector investment. While things are changing with the announcement of steep increases in public sector investment in the United States and other economies, nonetheless, China has already stolen a march and the West is playing catch-up. The issue for the West, therefore, is not to rein in China’s investment support for technology development but to recognize that technological conditions have shifted investment opportunities into a space that suits China’s governance model — and to follow it. This means rewriting the disciplines on public sector engagement in the economy to reflect the shift in the division of tasks between private and public capital based on risk/return metrics rather than the prevailing horizontal/vertical characterizations of investment classes; recognizing the effective equivalence of alternative models of state support — state-owned/directed enterprises (as envisioned in the Chinese model) and state-fed enterprises (the US model); and acknowledging the need for policy space for industrial policy at a transformative moment of economic evolution. Again, the extent of revision needed, when compared to what is in the current Agreement on Subsidies and Countervailing Measures, seems quite profound.

Prospects for WTO 2.0

The short list above is not meant to be exhaustive — for example, it does not include various issues such as, inter alia, dispute settlement, agriculture and trade in services that will need to be addressed in a new round beyond the issues directly related to the economic changes brought about by the digital transformation. The list’s aim is simply to support the case that there is a sufficient mass of outstanding issues to support a comprehensive reframing of WTO disciplines for the digital age.

Of course, not all the heavy lifting in getting to a new settled multilateral system adapted to the digital age will be done in the WTO. Much of the technical regulation in areas ranging from privacy to competition policy to IP will be developed through parallel processes. Perhaps, most importantly, a path forward is needed to limit the damage from the great power rivalry between the United States and China. Arguably, the most similar past situation to today was the rivalry between the United States and the Soviet Union during the Cold War. The latter rivalry led to two processes: the Helsinki Accord, which codified how the superpower competition would be waged (Haas 2018), and the Strategic Arms Limitation Talks (SALT) agreements, which placed mutual restraints on a weapon with world-destroying potential.

A useful parallel to the Helsinki Accord, which set out a number of non-binding principles to manage international relations in the context of the Cold War, would be a set of principles to restrict the weaponization of interdependence that is threatening to throw up a “silicon curtain” across the Pacific and force countries (including much of the developing world, which sees this as a threat to its development) to choose sides in this destructive contest — which, in the fullness of time, would be for bragging rights of who is number one in a ruined world.

A useful parallel to SALT today would be an agreement limiting the creation and use by states of invasive malware. The example of US state-generated malware used against China, hacked by China, used by China against third

---

15 For broader perspectives on the agenda for WTO reform, see, for example, Gary Hufbauer et al., (2015), Bernard Hoekman (2018), Simon Evenett (2018) and Marianne Schneider-Petsinger (2019).
parties and eventually leaked out to other, possibly non-state actors, from where it came back full circle to bite America (Perlroth and Shane 2019), serves as an object lesson in why states need to embrace forbearance.

WTO 2.0 will be more a transformation than a resurrection, and arguably, it will only follow a strategic détente between the United States and China. It will also not come quickly. However, the sooner the aggregation of outstanding issues into a formalized new round is accomplished, the better.
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