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## Acronyms and Abbreviations

<table>
<thead>
<tr>
<th>Acronym</th>
<th>Full Form</th>
</tr>
</thead>
<tbody>
<tr>
<td>3G</td>
<td>third generation</td>
</tr>
<tr>
<td>3GPP</td>
<td>3rd Generation Partnership Project</td>
</tr>
<tr>
<td>4G</td>
<td>fourth generation</td>
</tr>
<tr>
<td>5G</td>
<td>fifth generation</td>
</tr>
<tr>
<td>5G NR</td>
<td>5G New Radio</td>
</tr>
<tr>
<td>AC</td>
<td>alternating current</td>
</tr>
<tr>
<td>AI</td>
<td>artificial intelligence</td>
</tr>
<tr>
<td>BRF</td>
<td>Belt and Road Initiative Forum for International Cooperation</td>
</tr>
<tr>
<td>BRI</td>
<td>Belt and Road Initiative</td>
</tr>
<tr>
<td>BRICS</td>
<td>Brazil, Russia, India, China and South Africa</td>
</tr>
<tr>
<td>CIGRE</td>
<td>International Council on Large Electric Systems</td>
</tr>
<tr>
<td>DC</td>
<td>direct current</td>
</tr>
<tr>
<td>DSR</td>
<td>Digital Silk Road</td>
</tr>
<tr>
<td>eMBB</td>
<td>enhanced mobile broadband</td>
</tr>
<tr>
<td>EPO</td>
<td>European Patent Office</td>
</tr>
<tr>
<td>ICT</td>
<td>information and communications technology</td>
</tr>
<tr>
<td>IEC</td>
<td>International Electrotechnical Commission</td>
</tr>
<tr>
<td>IEEE</td>
<td>Institute of Electrical and Electronics Engineers</td>
</tr>
<tr>
<td>IMT-2020</td>
<td>International Mobile Telecommunications-2020</td>
</tr>
<tr>
<td>IoT</td>
<td>Internet of Things</td>
</tr>
<tr>
<td>ISO</td>
<td>International Organization for Standardization</td>
</tr>
<tr>
<td>IT</td>
<td>information technology</td>
</tr>
<tr>
<td>ITU</td>
<td>International Telecommunication Union</td>
</tr>
<tr>
<td>ITU-R</td>
<td>International Telecommunication Union Radiocommunication Sector</td>
</tr>
<tr>
<td>JTC</td>
<td>Joint Technical Committee</td>
</tr>
<tr>
<td>LDPC</td>
<td>low-density parity-check</td>
</tr>
<tr>
<td>LPWA</td>
<td>low-power wide-area</td>
</tr>
<tr>
<td>LTE-M</td>
<td>long term evolution for machine type communication</td>
</tr>
<tr>
<td>MIIT</td>
<td>Ministry of Industry and Information Technology</td>
</tr>
<tr>
<td>mMTC</td>
<td>massive machine-type communications</td>
</tr>
<tr>
<td>NB-IoT</td>
<td>Narrowband-Internet of Things</td>
</tr>
<tr>
<td>NDRC</td>
<td>National Development and Reform Commission</td>
</tr>
<tr>
<td>NITS</td>
<td>China National Information Technology Standardization Committee</td>
</tr>
<tr>
<td>PCT</td>
<td>Patent Cooperation Treaty</td>
</tr>
<tr>
<td>R&amp;D</td>
<td>research and development</td>
</tr>
<tr>
<td>RIT</td>
<td>radio interface technology</td>
</tr>
<tr>
<td>SAC</td>
<td>Standardization Administration of China</td>
</tr>
<tr>
<td>SEPs</td>
<td>standard-essential patents</td>
</tr>
<tr>
<td>SG15</td>
<td>Study Group 15</td>
</tr>
<tr>
<td>SGCC</td>
<td>State Grid Corporation of China</td>
</tr>
<tr>
<td>SOEs</td>
<td>state-owned enterprises</td>
</tr>
<tr>
<td>TD-LTE</td>
<td>time division duplexing-long term evolution</td>
</tr>
<tr>
<td>TD-SCDMA</td>
<td>time division-synchronous code division multiple access</td>
</tr>
<tr>
<td>UHV</td>
<td>ultra-high voltage</td>
</tr>
<tr>
<td>URLLC</td>
<td>ultra-reliable and low-latency communications</td>
</tr>
<tr>
<td>USPTO</td>
<td>United States Patent and Trademark Office</td>
</tr>
<tr>
<td>WP1</td>
<td>Working Party 1</td>
</tr>
<tr>
<td>WP3</td>
<td>Working Party 3</td>
</tr>
</tbody>
</table>
Executive Summary

The Belt and Road Initiative (BRI), China’s global investment plan to build a complex infrastructure network connecting the world, has extended to frontier areas such as fifth-generation (5G) mobile networks, the Internet of Things (IoT), artificial intelligence (AI), big data, smart cities, data centres and cloud computing in the digital economy era. The transition began with the Digital Silk Road (DSR), launched in 2017, which has evolved into a crucial part of the BRI.

Standard connectivity is an important component of the BRI and the DSR. As the DSR moves ahead, Chinese private companies, not state-owned enterprises (SOEs), have become the main drivers fuelling the rise of China in technology progress and shaping standards in both domestic and global markets. Chinese companies’ overseas investments covered a variety of fields in the digital economy, including 5G and IoT, big data and smart cities, data centres and cloud computing, AI and AI-based facial recognition and surveillance, and submarine and territorial cables.

Geopolitical and economic security concerns unavoidably played an important role in global competition for standardization to seize strategic heights in frontier technologies. Under China’s political and economic conditions, companies cooperate with the government in pushing for China’s grand initiatives such as the BRI and the DSR. Many private big technology companies and promising tech start-ups have closely cooperated with the Chinese government in forging national innovation platforms to promote technological innovation and create national standards. In the 5G era, the Chinese government has relied more on Huawei and ZTE’s influence on 5G and IoT standard setting. With their increasing investment and market expansion in digital technologies and related standards application among BRI countries, Chinese enterprises are expected to complement the Chinese government’s goal to have more influence in international standard-setting organizations.

China’s ambitions in standard setting are embodied in strategies such as China Standards 2035, standardization practices via overseas investment initiatives such as the BRI and the DSR, and more assertive participation and rising influence in international standard-setting bodies. Concerns over the link between standards and values associated with the application of technologies and standards are reasonable. Among them, Huaweï’s advantages in patents and standardization of 5G and IoT and Chinese companies’ leading roles in AI-based facial recognition and video surveillance stand out. Exporting these technologies in many non-democratic regimes within the BRI further reinforces the concern over China’s increasing influence in standard setting and the potential that China may capture the data associated with their use to boost its AI industries.

However, there are great challenges facing China’s realization of its ambitions in international standard setting. Gaps between China’s ambitions and technological capacity in international standard setting and between its policy goals and policy implementation, the inconsistency between government goals and enterprises’ commercial interests, as well as the fierce global competition over standards and technologies could hold China’s progress in international standard setting in check. These developments are something to watch but not worry about at this point.

Chinese companies’ leading position in technologies and market share in AI-based facial recognition and surveillance have not translated into more influence at major standard-setting organizations. China’s representation and influence in international standard-setting organizations are still outweighed by the traditional powers of the European Union and the United States, with the exception of China’s increasing influence on 5G and IoT at the 3rd Generation Partnership Project (3GPP) and the International Telecommunication Union (ITU).

The European Union and the United States dominate global standardization competition in key areas such as AI, biometrics, data centres and cloud computing, and optical fibres and cables, although China has been actively participating in the relevant international standard-setting bodies in recent years. China is facing formidable competitors in the European Union and the United States when promoting its standards. In the areas of 5G and IoT, where Chinese companies have certain advantages, enterprises from the European Union, South Korea and the United States each have an equivalent or even greater influence on patents and standardization.
Chinese companies, in particular private enterprises’ investment behaviour in frontier technologies, are mainly driven by market-oriented strategies for larger market share and profit maximization. The enterprises’ commercial calculation can be inconsistent with and undermine the implementation of the Chinese government’s strategies and policy goals in standard promotion along the DSR. Indeed, China is gaining more influence in market share and standard setting in some frontier technologies through Chinese companies’ expansion in BRI countries, but this narrative may overstate the geopolitical reasons for the adoption of different technologies and standards. In many cases, the advance of technology itself, including the availability of technological requirements, and the supply chains behind it, as well as commercial interests are the primary reasons for adopting different technologies and standards.

Introduction: When Standards Meet the DSR

Standardization in vehicles, measures, currency and so forth helped the Qin Empire successfully transform China into a united middle kingdom. Fast-forward 2,000 years, and Chinese President Xi Jinping is promoting standard connectivity as an important component of the BRI, his signature foreign policy proposal, to serve the ambitious goal of connecting Africa, Asia, Europe and countries throughout the world.

China developed its understanding of the importance of standards along with its closer embrace of the global economy at the beginning of the twenty-first century. Standards provide significant technical support for economic growth and governance, a necessary “passport” to facilitate China’s foreign trade and break down trade protectionism, and a path toward more market share. A popular saying circulated in China’s industry circle, “First-tier enterprises make standards, second-tier enterprises make technology and third-tier enterprises make products,” illustrates China’s awareness of the significance of standards.

Following the strategic plans made by developed countries such as Canada, Japan, South Korea, the United States and the European Union in the first decade of the twenty-first century, China developed its first national plan for standards in 2015: the Development Plan of the National Standardization System Construction (2016–2020). It set the goal of building a national standardization system to support a modernized state governance system by 2020 and to develop China into a world “standards power” by expanding the influence of Chinese standards (State Council 2015).

Standard connectivity is an important component of the BRI. As a key measure to facilitate infrastructure connectivity and trade between China and BRI countries, standard connectivity was established in the official road map of the BRI issued in March 2015. The official Action Plan on Belt and Road Standard Connectivity (2015–2017) was released in October 2015, outlining 10 priority areas to promote Chinese standards “going global,” facilitate investment and trade, and support infrastructure connectivity (National Development and Reform Commission [NDRC] 2015).

Along with the advancement of the BRI, the digital economy has gradually evolved into China’s new engine of economic growth since 2015. The digital economy was officially incorporated into the BRI at the first Belt and Road Initiative Forum for International Cooperation (BRF) convened in 2017. At the forum, Xi raised the idea of the DSR becoming a crucial part of the BRI. He mentioned frontier technologies such as AI, nanotechnology and quantum computing, and the development of big data, cloud computing and smart cities, as well as the digital economy in general as components of the DSR (Xi 2017).

Since then, an action plan and dozens of memoranda of understanding for science and technology and innovation cooperation between China and some BRI countries were announced and signed to promote the DSR. Xi further called for “building the digital Silk Road and the Silk...”

---

1. This is a widely circulated saying, but the original source is difficult to trace. See Ding, Triolo and Sacks (2018); Shivakumar (2022).
2. The road map is titled “The Vision and Proposed Actions Outlined on Jointly Building Silk Road Economic Belt and 21st Century Maritime Silk Road.”
Road of innovation” at the second BRF in April 2019 (Xi 2019). Standard connectivity remained a priority for the DSR. China signed a joint initiative on strengthening standards cooperation with 12 BRI countries at the first BRF in 2017 (Ministry of Foreign Affairs of China 2017) and called for the promotion of Chinese standards in 5G, smart cities and other information infrastructures (Dai 2017).

At that point, China began to prioritize standard setting for the digital economy. Officials from the Standardization Administration of China (SAC) stated in 2018 that global technological research and development (R&D) and standards for the next-generation information and communications technology (ICT) industry represented by AI, big data and cloud computing are still evolving, which gave China an opportunity to take the lead in industrial growth and related standards (Liu 2018). The Ministry of Industry and Information Technology (MIIT) published an official opinion document to support the BRI in November 2018, highlighting China’s ambitions in setting standards in the digital economy era (State Council 2018).

Along with these high-profile official announcements and documents, Chinese SOEs such as China Telecom, China Mobile and the State Grid Corporation of China (SGCC), and private companies such as Alibaba, Tencent and Huawei have already practiced promoting their standards among BRI countries. They have begun to lead standard setting in mobile networks, telecommunications, AI, big data, IoT, e-commerce, advanced manufacturing, electricity transmission and other areas.

This paper examines China’s practices related to standard setting in areas such as 5G and IoT, AI and smart cities, data centres and cloud computing, submarine and territorial cables, and ultra-high voltage (UHV) electricity transmission in BRI countries and assesses how the policies of the Chinese government and the practices of the country’s enterprises in the DSR impact global standard setting in the digital economy era.

**Major Policies for Standard Setting and Promotion**

When China developed the Action Plan on Belt and Road Standard Connectivity among BRI countries in 2015, it mainly focused on traditional infrastructure (engineering construction) in transportation, electricity and energy. Although China made some progress in standard setting in its priority area of traditional infrastructure, such as engineering and equipment among BRI countries by 2019, with its increased investment and construction contracts, Chinese standards were generally not as competitive in the international engineering market, dominating only in Chinese government-aid projects (Qin, Peng and Dong 2019, 11-16).

China has achieved progress in sectors in which it has technological advantages. For example, by 2021, China had cooperated with BRI countries and led standard setting for 682 international standards in Chinese medicine, smart grids and shipping (SAC 2021). However, China is facing great difficulties in promoting its standards due to technological backwardness; differences between the Chinese technical standards system and international ones in areas such as technical indicators, the logic behind standard making and so forth; as well as the lack of proper English versions of Chinese standards and experts who can communicate well with foreign technicians and managers.

Promoting Chinese standards in strategic emerging industries and key technologies such as next-generation ICT and smart manufacturing only began to become a priority for standards cooperation within the BRI when the DSR was launched in 2017. In 2018, the SAC proposed the country’s long-term strategy for standardization, China Standards 2035, with the Chinese Academy of Engineering (Liu 2018). In terms of ICT, in 2018, China would focus on standards research for integrated circuits, virtual reality, smart health care and 5G, and promote its standards in IoT, information equipment connectivity and solar panels (ibid.).

China has raised and practiced the idea of “new infrastructure” since 2019. It includes three
categories of broadly defined next-generation technologies: information infrastructure, integrated infrastructure and innovation infrastructure (Xu 2020). New infrastructure initiatives accelerated the development of the digital economy in China. Provincial governments followed up by making their own investment plans for new infrastructure. SOEs and private companies seized investment opportunities in information and internet and technological innovation-based new infrastructure, focusing on AI, 5G networks, industrial internet, IoT, data centres, cloud computing, blockchain, smart traffic, smart grids and so forth to build the foundation for the digital economy and digital transformation of traditional manufacturers. (See Table 1 for China’s major policies on standardization since 2015.)

The rapid pace of new infrastructure development has further encouraged Chinese companies to invest in these fields in both domestic and overseas markets, in particular in BRI countries. Since then, it has become evident that standard setting in general manufacturing, advanced manufacturing and frontier ICT had evolved into an essential component of China’s national strategy for standards work in the digital economy, and standards cooperation among BRI countries had become an important front for China in trialling and promoting its standards in these areas.

Promoting China’s standards at the global level and international standards cooperation were also priorities, which stressed in-depth participation in international standards organizations including the International Organization for Standardization (ISO) and the International Electrotechnical Commission (IEC), and engagement in the formation of international standards, in particular in renewable energy, new materials, quantum computing, digital twin technology and smart manufacturing. These also emphasized promoting standards connectivity with other countries and regional governmental organizations, in particular in BRI countries, as well as adopting more international standards in China.

Under these circumstances, leading Chinese companies, in particular ICT giants Huawei, ZTE, China Mobile and China Telecom in the areas of 5G technology, smart cities and data centres, and internet giant companies such as Alibaba and Tencent in frontier technologies such as AI, IoT, big data and cloud computing, play a role in practising and advancing Chinese standards and standards cooperation among BRI countries. Traditional infrastructure companies in general manufacturing and transportation, construction, solar panels, electricity transmission and so forth are practising digital transformation.

---

Strategies for Standard Setting and Promotion

China began to participate in making international standards by submitting proposals to the three prestigious international standards organizations: ISO, IEC and ITU in 2005 (The Paper 2016; China Market Regulation News 2019). The first national plan for a standardization system introduced in December 2015 emphasized that China should use its higher position and senior staff in international standards organizations to design strategies, policies and rules for international standards, and deepen international standards cooperation with other countries (State Council 2015).

In general, several strategies and tactics have been employed to promote Chinese standards worldwide. First, China has put forward proposals for international standard setting in areas in which it has advantages but lacks its own international standards. China has co-submitted proposals with developed countries for international standards in highly competitive and critical areas (China Financial Standardization Technical Committee 2017). Judging by the SAC’s announced achievements in September 2019, China promoted its standards to become global standards in areas in which it has advantages; this overlapped the priority sectors in which China promoted standards in BRI countries. These sectors are home appliances, UHV electricity transmission, IT, railways, electric cars, aviation, apparel and Chinese traditional medicine (State Council Information Office 2019).

Second, China pushed to establish new technical committees or subcommittees within international standards organizations and to install Chinese experts as chairs of these committees. China actively persuaded other countries to give up the positions of chairperson or secretariat in technical committees overseeing areas that China prioritized. China also co-chaired the positions of chairperson and secretariat with developed
<table>
<thead>
<tr>
<th>Policy</th>
<th>Major Features</th>
<th>Exclusive Focus on BRI or DSR</th>
<th>Issuing Agency and Date</th>
</tr>
</thead>
</table>
| Plan for the Development of the National Standardization System Construction (2016–2020) | → China’s first national plan for standard setting and standardization  
→ Build a national standardization system to support a modernized state governance system by 2020.  
→ Develop China into a world “standards power” by expanding the influence of Chinese standards. | No | State Council, 2015 |
→ Serve the goals of facilitating investment and trade, deepening international cooperation in standard setting and supporting infrastructure connectivity. | Yes | NDRC and BRI Leading Group, 2015 |
→ Prioritize special projects such as mutual standard recognition, Chinese standards demonstration and promotion, and translation of Chinese standards. | Yes | SAC, 2018 |
| Implementation Opinions of Ministry of Industry and Information Technology on Standardization Work of Industry and Communication Sector to Serve the Belt and Road Initiative | → Outline general manufacturing, ICT and advanced manufacturing industries as three priority areas to serve standard setting in the BRI.  
→ Encourage Chinese companies to cooperate with relevant standards organizations to promote standards application in the information and communication sector among BRI countries.  
→ Promote standards cooperation in next-generation information technology (IT), including 5G, IoT, AI and big data, cloud computing, virtual and augmented reality, as well as areas such as smart cities, BeiDou satellite navigation systems, telecom engineering projects, network connectivity and so forth. | Yes | MIIT, 2018 |
<table>
<thead>
<tr>
<th>Policy</th>
<th>Major Features</th>
<th>Exclusive Focus on BRI or DSR</th>
<th>Issuing Agency and Date</th>
</tr>
</thead>
</table>
| Key Points in the Work of National Standardization in 2020 | → Promote standard setting in advanced high-end manufacturing (smart manufacturing) and next-generation IT, including 5G, IoT, AI, big data, smart cities, blockchain, cloud computing and so forth, as well as biotechnology.  
→ Encourage in-depth participation in standard governance in international standards organizations such as ISO and IEC.  
→ Promote standards connectivity via the BRI and BRICS (Brazil, Russia, India, China and South Africa) and the exchange of standards information.  
→ Adopt more international standards. | No | SAC, 2020 |
| National Standardization Development Outline (China Standards 2035) | → Set numeric indicators for improving China’s standards level in 2025 and 2035, including a ratio of 50 percent standards-essential research results in crucial generic technologies and applied technological projects, an 85 percent conversion rate of international standards and establishing 50 national technological standard innovation bases.  
→ Promote interaction between standardization and scientific innovation, strengthening standards research in crucial technologies such as AI, quantum information, biotechnology, next-generation IT, big data, blockchain, new energy and materials, and so forth.  
→ Improve standards level in essential industries such as core electronic devices, advanced basic processes and key basic materials, as well as in advanced manufacturing and emerging industries.  
→ Promote in-depth exchange and cooperation in standards via active participation in international standards organizations, the BRI, BRICS and the Asia-Pacific Economic Cooperation.  
→ Intensify the role of standards for trade facilitation and convert China’s standards to international standards. | No | Chinese Communist Party Central Committee, State Council, 2021 |

Sources: NDRC (2015); SAC (2018; 2020b); State Council Information Office (2018); State Council (2015; 2018).
nations, based on ISO policy (China Financial Standardization Technical Committee 2017).

Third, China introduced a Standards Mutual Recognition Working Procedure to sign more standards cooperation agreements with other countries to promote its standards and facilitate trade. By 2017, China had signed agreements with 28 countries and regions, including France, Greece, the European Union and the United Kingdom, on improving standards conformance and signed lists of mutual standards recognition with standards agencies in France and the United Kingdom to facilitate trade (ibid.). Mutual standards recognition is an important part of China’s action plans to promote standards connectivity with BRI countries (NDRC 2015; Ministry of Foreign Affairs of China 2017).

Fourth, China is encouraging Chinese institutions and enterprises, in particular giant and advanced enterprises, to participate more actively in international standard-setting organizations and promote Chinese standards through business practices (The Paper 2016; China Market Regulation News 2019).

Fifth, China listed its standards as preconditions when making contracts and carrying out foreign aid programs (J. Hao 2019). China’s foreign aid law in 2008 stipulated that projects receiving Chinese government aid need to fully adopt Chinese standards while receiving aid (Ministry of Commerce of China 2008). The law was revised in early 2016 and relaxed the regulations for adopting Chinese standards (Ministry of Commerce of China 2015; J. Hao 2019).

Government-Business Cooperation in Standards Promotion in the DSR

With its embrace of the digital economy as a new economic growth engine since 2015 and its efforts to promote the DSR since 2017, China has put more emphasis on practising and setting standards for frontier technologies in emerging industries in the BRI. It is relatively easier to lead and set standards in frontier areas rather than in fields where standards already exist.

Government-business cooperation plays an important role when it comes to promoting standards in BRI countries. Different styles of cooperation between government and enterprises have been used to promote Chinese standards abroad since China launched its “going global” policy. By the time the DSR was defined as one of the priorities for the BRI in 2017, Chinese operators and telecommunication companies had already been practising and expanding Chinese standards for years in the prioritized areas of the BRI, such as Southeast and Central Asia, Africa, the Middle East and Eastern Europe. These approaches basically remained the same after the DSR was prioritized in 2017–2018.

First, close collaborations were formed between the government, industrial circles and companies to promote Chinese standards at international standardization organizations. The promotion of Chinese standards in third-generation (3G)\(^3\) and fourth-generation (4G)\(^4\) demonstrated this coordination (Stewart et al. 2011). It was the government officials in charge who made the final decision to develop China’s own standards in mobile communication networks and promote them at the ITU. The ICT sector and major enterprises in China supported these efforts with R&D for 3G and 4G standards. In the 5G era, the Chinese government continued its support for the industrial sector, making concerted efforts and investments to move forward on 5G research and standard setting at 3GPP and ITU (State Council Information Office 2016).

The Chinese government focused on mutual standards recognition, signing bilateral agreements on standards cooperation, translating Chinese standards into foreign languages and prioritizing sectors in which China has advantages when it comes to standards promotion in BRI countries. The priority sectors include infrastructure, manufacturing equipment in emerging industries, and typical Chinese industries such as traditional Chinese medicine, shoemaking and so forth. The major standards promotion under China’s official policy helped facilitate Chinese companies’

\(^3\) It was called time division-synchronous code division multiple access (TD-SCDMA) in China.

\(^4\) It was called time division duplexing-long term evolution (TD-LTE) in China.
investment and standards application in BRI countries. For example, the SAC and its superior government agency, the General Administration of Quality Supervision, Inspection and Quarantine, promoted standards cooperation with Turkmenistan in 2011 and registered 83 Chinese standards there in 2014. This helped the Chuanqing Drilling Engineering Company Limited, a company affiliated with the China National Petroleum Corporation, save 15 percent of the cost of its investment in projects in the Galkynysh gas field in Turkmenistan (China Financial Standardization Technical Committee 2017; Wang 2017).

Second, the Chinese government and its enterprises made a less concerted effort to promote Chinese standards on the global market. On one hand, Chinese companies have practised their technical standards in many BRI infrastructure projects, including in the ICT area, which connects many digital standards in wireless communication, data centres and cloud computing, and smart cities. For example, partnered with Softbank, Vodafone and Clearwire, China Mobile has already practised and promoted its 4G (TD-LTE) standards via the Global TD-LTE Initiative and built a large number of base stations overseas since 2011 (Hu 2012). Huawei and ZTE had already deployed 4G and other telecom infrastructures along the BRI long before the BRI and the DSR were initiated (Li, Guo and Wang 2017). These activities carried out by enterprises would help promote Chinese standards.

On the other hand, the Chinese government’s major initiatives and policies encouraged Chinese companies to use its technological standards. DSR projects and investment in the new infrastructure served as significant official policies to further endorse existing supportive measures. Government-affiliated institutes such as the China Development Research Foundation and the Research Institute of People.cn named Baidu, Alibaba, Tencent and Huawei as four major tech companies for the new infrastructure: Baidu in the area of AI; Alibaba in cloud computing and digital platforms; Tencent in industrial networks; and Huawei in 5G, IoT and related areas (C. Zhang 2020). With the increased fervour of the new infrastructure, these companies’ investments in 5G and IoT equipment, AI and smart city projects could expect to bring wider applications of Chinese standards in these areas.

Chinese companies’ investments in and applications of standards do not necessarily translate Chinese standards into international ones, which fall within the jurisdiction of bodies such as ITU, IEC, 3GPP and the Institute of Electrical and Electronics Engineers (IEEE), and need to be approved by these bodies through fierce competition. However, China’s investment and practice would create a fait accompli in which more and more countries applied Chinese technologies and standards, providing China with leverage over these countries to make an impact on international standard-setting bodies. For example, ITU, with Chinese national Zhao Houlin as its secretary-general, signed an agreement with China in the BRF in 2017 to help these countries expand their ICT networks and services (Zhao 2017) and signed a letter of intent to strengthen cooperation in telecommunications and information networks within the BRI framework at the second BRI Forum in 2019 (Office of Belt and Road Construction Leadership Group 2019).

Third, a tacit, reciprocal model exists between the Chinese government and the enterprises, in which they take advantage of each other. The Chinese government repeatedly stressed the promotion of indigenous innovation and standards abroad, which has impacted how its major enterprises or national champions invest overseas. Conversely, these enterprises’ practices under government guidelines have impacted government policies and, in some cases, undermined the implementation of government policy goals.

On the one hand, Chinese enterprises took advantage of political leaders’ intentions to make breakthroughs in indigenous innovation and standards to ask for preferential financing and other privileged policies. For example, it turned out the cost for ICT companies’ overseas expansion is huge, and experts in China’s ICT industry have suggested a separate policy for accounting and assessment of SOEs in this sector when it comes to their overseas investment (Chen and Dong 2018; Liu and Lin 2018). The slogans around developing and promoting Chinese innovation and standards would win Chinese companies’ substantial support from the central government and local governments.

On the other hand, Chinese companies tried very hard to show government bureaucrats and leaders that they had achieved remarkable results in developing Chinese innovation and promoting standards overseas to serve the leaders’ signature projects such as the BRI and the DSR. Since politics matters most in China, sometimes
these enterprises exaggerated what they had done, which, conversely, greatly contributed to the performance of the government agencies and officials involved but held back China’s progress in innovation and technology. The self-proclaimed Chinese innovation and standards around TD-SCDMA and TD-LTE are a case in point (Qin 2014).

The officials responsible in the MIIT and China Mobile co-created the myth that TD-LTE is based on China’s own innovation and standards for 4G. However, TD-LTE is not a true indigenous Chinese technology (ibid.) and does not represent mainstream 4G standards adopted internationally. China had used its huge market size to coordinate and organize a losers’ alliance in global standards competition to establish alternative global standards. By doing so, both China Mobile and MIIT officials involved benefited economically and politically.

In short, the DSR operates as an extensive framework under which Chinese companies, particularly tech giants, take advantage of stimulus policies and financial support from the government to seek commercial opportunities. This framework is particularly important to SOE ICT companies as they can get maximum advantages in financing, policy support and other benefits from the Chinese government, such as help forging strong bilateral relations to create a favourable environment for investment. Private companies can generally benefit from the favourable political, economic and social environment that SOEs and the Chinese government have already created, leading to smoother operations.

For the Chinese government, the realization of policy goals for the DSR must rely on the practices of Chinese companies, which have their own concerns (particularly private tech giants), and their biggest motivation is to pursue commercial interests while complying with the Chinese government’s policies to promote China’s standards. This approach creates inconsistencies between enterprises’ commercial interests and the Chinese government’s strategy of making its standards go global. In addition, the SOEs’ claims of innovation and inflated achievement to get more preferential political and financial support did not help achieve the government’s goal for standardization. Plus, the long-standing problem in China’s policy implementation process and the worsening policy execution under Xi’s top-level design policy-making model (He 2020) would further hinder the advancement of his grand strategy, including the DSR and China Standards 2035.

In the following sections, the author will discuss the status quo of Chinese companies’ investments in different areas of the digital economy, as well as the impact on global standard setting in these fields. Among them, 5G and IoT are the areas in which Chinese enterprises have invested heavily and are taking the lead.

<abg\^\^<hfiZgb\^>

Investment in the Digital Economy and Impacts on Standard Setting

5G

Breakthroughs in technologies and standards in 5G were among the top strategic goals stipulated in China’s Strategic Outline for the Development of National Informatization, released in July 2016 (Xinhua 2016). They were also among the central elements of the new infrastructure developed since 2019. The Chinese government has left its footprint on 5G standard setting and research through support of its ICT industry to create the International Mobile Telecommunications-2020 (IMT-2020) (5G) Promotion Group for 5G research and cooperation with foreign entities, organizing both Chinese and foreign companies to test key 5G technologies and sponsoring the first global 5G conference. China has made progress in radio technology, antennas, network architecture and other aspects of 5G technologies. Chinese enterprises such as Huawei, ZTE and Da Tang have been doing R&D in 5G equipment and standards and have made significant progress.

During China’s push for 5G and IoT standard setting, Huawei, as a leading 5G patents (both standard-essential patents [SEPs] and general patents) holder and standards researcher, has played an important role. In the 4G era, Huawei owned only one percent of 4G SEPs while ZTE, the most successful Chinese company with the largest percentage of SEP patents, owned six percent (Jefferies Group
Huawei began to do research on 5G in 2009 (Gan 2019) and announced a US$600 million investment in 5G technology and standard research (Ifeng.com 2019). The early investment helped Huawei achieve an advantageous position in 5G development. Huawei ranked as number one on the IPIlytics list of 5G declarations after 2012, when the main 5G technology inventions began to emerge (Pohlmann and Heß 2020). When the 3GPP consortium started developing the specifications for 5G standards in 2015, Huawei was already a leader in applying 5G patents and began to prepare commercial 5G equipment (Gan 2019).

Huawei won its first significant victory in 5G standard setting in 2016, when major ICT companies worldwide joined the 3GPP conferences to discuss which channel-coding schemes should be adopted for enhanced mobile broadband (eMBB), one of three 5G usage cases for enhanced indoor and outdoor broadband, enterprise collaboration, and augmented and virtual reality. Among the low-density parity-check (LDPC) code and Polar code in which Huawei holds the most patents, the latter was finally adopted as the channel-control coding for eMBB data while the LDPC code was adopted as the channel coding, which is more significant for 5G communication.

In retrospect, business interests prevailed over purely geopolitical considerations. Polar code failed to become the channel coding for eMBB data because no companies, including Chinese companies, wanted Huawei to become another Qualcomm and collect billions in patent fees in the 5G era. And most companies want to have a unified communication standard in the age of 5G. Almost all major companies supported LDPC as it has been verified as technologically reliable after decades of use and is cheaper to use because most of its essential patents have expired. Many companies, including Qualcomm, Ericsson and Samsung, own patents on Polar code as well, which determined that they could accept Polar code as the channel-control code, although Huawei would benefit most from it. Huawei accepted LDPC code for the channel coding for eMBB data as it also owned patents on LDPC code.

Huawei has maintained its technological advantages in 5G development since then. By January 2020, the company had the largest declared number of 5G patent families, followed by Samsung, ZTE, LG and Nokia. Huawei’s influence on 5G standards can be measured by other factors. Huawei tops other companies in terms of its share of 5G technological standards contributions, the number of 5G contributions approved, the number of 5G standards it contributed as the first contributor and the number of attending engineers at 3GPP’s 5G standard-setting meetings (see Table 2).

Huawei was second to Samsung in the number of declared 5G patent families that have been filed internationally (through the United States Patent and Trademark Office [USPTO], European Patent Office [EPO] or the Patent Cooperation Treaty [PCT]), and lagged behind Samsung, Nokia and LG in the number of granted 5G patent families; however, Huawei is still regarded as leading the global 5G patent race because 5G is a relatively new technology, and it takes time for recently filed 5G patents to be granted. Huawei’s number of granted 5G patents is expected to increase in the future.

In summary, Huawei is also a leading 5G equipment manufacturer and signed 91 commercial 5G contracts worldwide (Li and Cheng 2020) by August 2020, second only to Ericsson (Ofweek
and shipped more than 600,000 5G massive multiple-input multiple-output active antenna units (J. Zhang 2020). Huawei’s shipment of 5G equipment tops the global 5G equipment market, with a share of 35.7 percent (Ofweek 2020). This can be largely attributed to the huge domestic 5G market in China, which has already built 400,000 5G base stations, accounting for 70 percent of the world total (ibid.).

In terms of geographical distribution, Huawei and ZTE are two leading Chinese companies that have expanded their 5G networks into the global market. Most of Huawei’s contracts are from Europe (47 contracts are with European countries) (Li and Cheng 2020), 27 contracts are from Asia and 17 contracts are from other regions (J. Zhang 2020). In Europe, Huawei’s deals and investments in 5G went mostly to developed countries in Western Europe, such as Belgium, France, Germany, the Netherlands, Portugal, Spain, Switzerland and the United Kingdom. Data from the Australian Strategic Policy Institute’s database, Mapping China’s Tech Giants, shows the same trend. Among Huawei’s 75 overseas 5G deals, most of them are from Europe, the Middle East and Southeast Asia. Many of them are with countries in the BRI. ZTE followed almost the same route as Huawei in terms of overseas 5G deals and cooperation, but with a smaller number. ZTE signed 31 5G deals in 18 countries’ and has most of its overseas 5G deals with developed economies in Western Europe and the Asia-Pacific region as well as deals with some Southeast Asian countries.

**IoT**

In addition to the eMBB, Huawei has made progress in standard setting in two other classes of 5G use cases (URLLC and mMTC), in particular mMTC, which is used in applications such as IoT. In the eyes of Wen Tong, Huawei’s 5G chief scientist, IoT is the more important use case for 5G development and would change almost all industries through upgraded digitalization fuelled by IoT, which, conversely, would provide 5G huge opportunities (Wang 2019).

In the area of mobile IoT, there are two types of low-power wide-area (LPWA) technology standards that support the development of the usage of mMTC in connected devices, machines and vehicles (GSMA 2016). One is called Narrowband-
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6 See https://chinatechmap.aspi.org.au/#/map/f2-Huawei,f6-5G.

7 See https://chinatechmap.aspi.org.au/#/map/f2-ZTE,f6-5G.

8 Mobile IoT refers to LPWA networks designed for IoT applications that are low cost, have low power needs and low data rates, and require long battery lives. It will play an important role in connecting the billions of new devices that make up the IoT. See www.gsma.com/iot/mobile-iot/.
Internet of Things (NB-IoT), which is a narrowband radio networking technology that operates independently of LTE networks. It would be able to handle high volumes of IoT devices in the other two classes of use cases and allow network operators to control cost, coverage and power consumption (ibid.). The other is long-term evolution for machine type communication (LTE-M). The 3GPP launched the NB-IoT study focus in 2014. China was one of the pioneering countries to develop NB-IoT standards. Its national basic IoT standards working group released a white paper on the standardization of IoT in 2016. Chinese companies, including Huawei, along with other telecom giants such as Ericsson, Qualcomm and Vodafone, have contributed to standards in the 3GPP. Huawei submitted the most proposals for NB-IoT standards, and its accepted proposals account for 41 percent of total approved proposals (Huang 2017). The 3GPP finalized the standardization of NB-IoT in its Release 13 in June 2016. This was a groundbreaking event for the development of IoT, and China, with the contribution of Huawei, was taking the lead in the development of NB-IoT standards and applicable devices. Since 2017, the Chinese government has issued several national policies to comprehensively promote IoT development based on NB-IoT standards.9 In industrial circles, China released the industry-standard water meter in October 2018 and approved the release of the group standard for a smart gas meter-reading system in April 2019.

However, the completion of 3GPP standardization of NB-IoT in 2016 did not lead to rapid development of IoT as expected. NB-IoT, at the time, was good enough for most 5G eMBB use cases. With the rapid 5G technology development in the other two classes of use cases, LTE-M and NB-IoT became compatible with 5G New Radio (5G NR)10 and seamlessly coexisted with and provided support for mMTC and URLLC. 3GPP Release 16 was finalized in July 2020, aiming to broaden the use cases where 5G NR can be applied and improve capacity and performance of 5G systems, including meeting diverse requirements for IoT. As 5G rapidly evolved to meet the use cases and diverse requirements for IoT and define global IoT standards, 5G and IoT standardization began to converge.

After three years of development in NB-IoT, a Chinese delegation comprised of the China Academy of Telecommunications Technology, Huawei, ZTE, China Mobile, China Telecom and China Unicom identified NB-IoT as an IMT-2020 (5G) LPWA candidate technology and submitted approved the release of the group standard for a smart gas meter-reading system in April 2019.

Table 3: Estimated 5G SEP Portfolios by Company

<table>
<thead>
<tr>
<th>Company</th>
<th>Data from IPlytics</th>
<th>Data from Amplified and GreyB</th>
<th>Data from Stoll</th>
</tr>
</thead>
<tbody>
<tr>
<td>Huawei</td>
<td>7.92%</td>
<td>19.36%</td>
<td>9.4%</td>
</tr>
<tr>
<td>Qualcomm</td>
<td>8.6%</td>
<td>11.52%</td>
<td>n/a</td>
</tr>
<tr>
<td>LG</td>
<td>7.38%</td>
<td>13.75%</td>
<td>n/a</td>
</tr>
<tr>
<td>Ericsson</td>
<td>6.74%</td>
<td>9.17%</td>
<td>16.1%</td>
</tr>
<tr>
<td>Samsung</td>
<td>5.77%</td>
<td>15.44%</td>
<td>11%</td>
</tr>
<tr>
<td>Nokia</td>
<td>3.48%</td>
<td>12.18%</td>
<td>n/a</td>
</tr>
<tr>
<td>ZTE</td>
<td>4.1%</td>
<td>n/a</td>
<td>n/a</td>
</tr>
<tr>
<td>Intel</td>
<td>3.04%</td>
<td>n/a</td>
<td>n/a</td>
</tr>
</tbody>
</table>

Sources: Pohlmann (2018); Amplified and GreyB (2020); Stoll (2020).

Note: Red figures indicate highest number in each category.
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9 The MIIT issued three circulars in 2017, 2019 and 2020 to support the development of mobile IoT in China. See Jin (2020).

10 5G NR is a non-standalone 5G mode that allows backward compatibility. Release 15 (phase 1) and Release 16 (phase 2) for 5G standards in late 2017. Release 15 was the milestone for 5G standardization, and 5G NR is the enhancement of LTE. The enhanced 5G NR can support high-performance IoT with high reliability and low latency.
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In 2019, the ITU Radiocommunication Sector (ITU-R) in 2019. At the ITU-R Working Party 5D meeting on July 9, 2020, the ITU announced that the 3GPP technology package was officially recognized as an ITU IMT-2020 5G standard. The technology comprises 3GPP NR plus NB-IoT radio interface technology (RIT) submitted by China, 3GPP NR RIT submitted by South Korea, and NR plus LTE SRIT (set of radio interface technologies) and NR RIT submitted by 3GPP. On the same day, in an apparent move to promote China’s 5G standard proposal, the Chinese government-coordinated IMT-2020 (5G) Promotion Group announced that it had organized multi-company participation in 5G equipment security testing, and Huawei had passed with a score of 100 percent (Zhou 2020).

This means NB-IoT has been officially recognized as a 5G standard. It coexists with 5G NR, and new NB-IoT terminals can access the 5G core network. It will accelerate scaled 5G commercialization and boost the development of the IoT industry in the next decade. LTE-M meets the requirements for IMT-2020 5G standards as well to support massive IoT and seamless coexistence with NR. Both NB-IoT and LTE-M are officially part of the 5G family now. With 5G bringing major investments and upgrades in the 5G NR and core 5G networks, the deployment of NB-IoT and LTE-M will accelerate as well.

With its early investment over the past few years, China has developed a complete industrial and supply chain, including standards, chips, modules, system equipment and solutions for NB-IoT. NB-IoT naturally became China’s preferred LPWA technology over LTE-M. China’s three big operators, in particular China Telecom, rapidly deployed the NB-IoT network and built more than 830,000 base stations across China by August 2020 (Vzikoo.com 2020). ITU’s recognition of NB-IoT as a 5G core standard has greatly encouraged the industrial sector in China, and an even more rapid deployment of NB-IoT infrastructure is expected in the near future. With Huawei and ZTE’s significant percentage of patents in both NB-IoT and LTE-M standards, China sees the opportunity for building an IoT industry that is less dependent on foreign patents and IP.

In terms of IoT patents, ZTE is among the top three companies that owns the most patents for the LTE-M 5G standard, along with Nokia and Samsung, and owns the second-most patents for the NB-IoT, after Nokia (Pohlmann and Buggenhagen 2020). Huawei, by comparison, ranks number one for its contributions to NB-IoT standards and number two for its contributions to the LTE-M standard (ibid.). This indicates that Huawei is going to be one of the leaders in both IoT standards and NB-IoT and LTE-M technology and patents in the years to come.

In general, technology availability and cost considerations are the main reasons for choosing between LTE-M and NB-IoT. Operators typically deployed LTE-M first in regions where LTE coverage already existed. Otherwise, it is cheaper to build new NB-IoT infrastructure (Onomondo 2021).

Geographically, like other new technologies, mobile IoT technologies are first available locally, typically in urban areas or through nationwide deployment, and then go global. Generally, operators in Asian and European countries first focused on NB-IoT and then LTE-M, facing competition from other operators in the same regions offering the alternative. China, along with some countries in Asia and Europe, deployed only NB-IoT. In North America, operators did the opposite, deploying LTE-M first, then NB-IoT.

Smart Cities

Smart cities are supposed to make use of a variety of advanced ICT technologies, including AI, IoT, big data and cloud computing, to make urban life easier and more efficient. Surveillance systems are widely used to improve the performance of smart cities, such as through better monitoring and management of traffic and parking, preventing crime, improving public security and so forth.

China’s huge demand for surveillance equipment under many government surveillance initiatives (mainly overseen by the Ministry of Public Security), such as Safe Cities (2003) and Skynet Project (2005), Smart Cities (2012) for urban areas and Project Sharp Eyes (2015) for rural areas, helped China’s security industry prosper in recent years. The huge amount of image data collected by cameras deployed across every corner of China contributed to the rapid growth of big data, AI and cloud computing.

The introduction of the BRI brought Chinese companies in the security and surveillance industry great opportunities for exporting their equipment to countries in the BRI. Most overseas smart city projects by Chinese companies were done by Huawei. Using AI, big data, cloud computing,
IoT and other rapidly evolving technologies, Huawei provided smart city solutions to more than 160 cities in 100 countries by July 2019. Huawei leads in overseas smart city/public security projects in many countries in the BRI, especially in Europe, the Middle East and Central Asia, Southeast Asia, Africa and Latin America, but it does not have any footprint in the United States, Canada, Australia, Japan, South Korea, the United Kingdom, Ireland or Scandinavian countries.

In the field of surveillance equipment, Hikvision, Dahua and Uniview are three Chinese companies that account for one-third of the world market. Other Chinese companies such as Megvii, Yitu and DSJ also worked on a few security and surveillance systems overseas. These companies took advantage of the BRI, which acts as the greatest salesperson for Chinese companies. With the Chinese government’s endorsement, these companies and their capabilities are easily being recognized and can open up global markets. (See Table 4 for an introduction to Chinese companies in the field of smart cities/AI/AI-based facial recognition.)

AI

The rapidly booming smart city/public security projects by Huawei, Hikvision and Dahua, and AI technology-based surveillance companies such as Uniview and Megvii have gained momentum in video surveillance and facial recognition with their years of expansion overseas, including in BRI countries. In addition to these companies, there are Chinese AI start-ups that focus more on advanced AI algorithms and standard setting, for instance, Yitu, Cloudwalk, SenseTime and Cambricon Technologies. Relevant AI technologies and standards have been deployed in a wide range of countries and regions through these Chinese companies’ investments and practices, which has helped China indirectly gain more leverage at international AI standard-setting bodies.

China has long realized the importance of standards in technological development in all sectors, stating that standards are more important than technology itself and are key to scale up development of technology-based industries to achieve market domination. Due to its lagging R&D, talent pool, technologies and platforms, China falls behind other developed countries in AI standard setting.

However, global standard setting is still in its fledgling stage for emerging AI technologies and industries, and China sees the opportunity to lead. Under the supervision of the SAC and MIIT, the China Electronics Standardization Institute, along with dozens of tech companies and institutions, published a white paper on AI standardization in 2018 and proposed China’s vision on establishing AI standards in a systemic framework (China Electronics Standardization Institute 2018a). Five government agencies (the China National Information Technology Standardization Committee [NITS], the Cyberspace Administration of China, the SAC, the MIIT and the NDRC) co-issued Guidelines for the Establishment of the New Generation of Artificial Intelligence Standards System in August 2020, which initially required establishing China’s AI standards system by 2023. The system includes more than 200 standards in eight parts, including:

- foundational and general standards such as terminology and reference architecture;
- standards for supporting technologies and products such as big data, IoT and cloud computing;
- basic software and hardware platforms such as AI chips and system software;
- key general-purpose technologies such as machine learning, quantum computing and knowledge graphs;
- key special technologies such as natural language processing, computer vision and bio-recognition;
- products and services such as intelligent robotics and industrial applications such as smart manufacturing, smart cities, smart traffic, smart health for industries and smart services; and
- security and privacy/ethics such as security of AI fundamentals, data, algorithms and models (SAC 2020a).

In the same month the white paper was published, China established the National Artificial Intelligence Standardization General Group, which is responsible for coordinating China’s participation in standardization activities.
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13 See https://sesec.eu/Archive/2020/others/guidelinesforthe-
"ImZ\dralf\qM6_h_\&ma%g\d\&_d\%Z\mbh\dh_6Zm\thB\e&bgm\eb\gr\s%\imZ\d\&\j\& system released by sac-cac: kdr\mso\and-msh\in-china/".
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23 international organizations related to AI standard setting, including the Big Four in the area: ISO/IEC Joint Technical Committee (JTC) 1, ISO, IEC and ITU (China Electronics Standardization Institute 2018b; Dong 2020). China’s priorities focus on the areas in which it has the upper hand, such as language processing, human-machine interface, biometric identification and recognition, and computer vision. The NITS is the technological organization in the IT field that exclusively focuses on connecting with ISO/IEC JTC 1 on standardization issues. But, in general, Chinese representation within the Big Four is outweighed by the European Union and the United States, especially in the key standard-setting entities such as subcommittees, study groups and technical committees in ISO/IEC JTC 1, ISO, IEC and ITU (Patrahau et al. 2020).

Many Chinese technology and AI companies participate in standard setting. Representatives

<table>
<thead>
<tr>
<th>Company</th>
<th>Main Feature</th>
<th>Main Businesses</th>
<th>Overseas/BRI Presence</th>
</tr>
</thead>
<tbody>
<tr>
<td>Huawei</td>
<td>Leader in deploying overseas smart city/public security projects</td>
<td>Smart city solutions</td>
<td>Smart city solutions in 160 cities in more than 100 countries</td>
</tr>
<tr>
<td>Hikvision</td>
<td>World leader in global video surveillance market since 2011</td>
<td>Manufacturer and supplier of video surveillance equipment</td>
<td>66 subsidiaries and branches worldwide, serving 150 countries</td>
</tr>
<tr>
<td>Uniview</td>
<td>Ranked third in China with fourth-largest share of global IP video surveillance market</td>
<td>Internet protocol video surveillance devices and solutions</td>
<td>50 cities in 40 countries (mostly in BRI)</td>
</tr>
<tr>
<td>Meiya Pico</td>
<td>A cybersecurity company with close ties to the Chinese government</td>
<td>China’s top company in digital forensics and big data for public security</td>
<td>50 training programs in 39 BRI countries</td>
</tr>
<tr>
<td>Megvii</td>
<td>One of the world’s leaders in facial recognition technology</td>
<td>AI-based facial recognition, Face++ system</td>
<td>30 countries, including 11 BRI countries</td>
</tr>
<tr>
<td>Yitu</td>
<td>An AI-based facial recognition company</td>
<td>AI-based facial recognition systems</td>
<td>Singapore, Malaysia and the United Arab Emirates</td>
</tr>
<tr>
<td>SenseTime</td>
<td>World’s most valuable AI company in 2019 and leading global AI algorithm provider</td>
<td>A deep-learning platform company providing AI algorithms for sectors such as education, health care, smart cities and automobiles</td>
<td>East and Southeast Asia, Saudi Arabia and the United Arab Emirates</td>
</tr>
<tr>
<td>Cambricon</td>
<td>A leading company in designing high-performance AI chips and processors with low-power consumption</td>
<td>Commercial deep-learning processor for smart-terminal products such as smartphones, security surveillance, wearables and drones; AI chips for edge computing and cloud computing</td>
<td></td>
</tr>
</tbody>
</table>

from big tech companies such as Huawei, Tencent, Alibaba Cloud, JD.com, Xiaomi, iFlytek, video surveillance company Hikvision, Dahua and AI start-up SenseTime were included in the 48-member technical group of the NITS's AI Subcommittee (TC28/SC42) (SAC 2019). These companies are also listed as parts of 173 institution members of the subcommittee. In the realm of facial recognition, Chinese companies' technological and data advantages were gained through widespread use of this technology in China. Representatives from SenseTime, Hikvision, Cloudwalk and iFlytek were listed in the second technical group (59 members) of NITS's Biometric Subcommittee (TC28/SC37) (SC37 Biometric Identity Standardization 2019).

Among these companies, SenseTime, a leading global AI platform company and the largest AI algorithm provider in China and Asia, has cooperated closely with the Chinese government. It was designated by the Ministry of Science and Technology as a next-generation AI open-innovation platform. SenseTime has fully participated in China's national AI standard setting (SenseTime 2020a). As well as being chosen as the delegate for the computer vision industry in the NITS’s AI Subcommittee (TC28/SC42), China’s first AI national standardization organization, SenseTime is a member institution of NITS’s Biometric Subcommittee (TC28/SC37). The company also participated in dozens of domestic and international AI-related standards organizations in computer vision, facial recognition, big data, augmented reality, smart cities, smart traffic and finance. In November 2020, SenseTime chaired the working group for standards for augmented reality in mobile services at IEEE (SenseTime 2020b).

SenseTime was considered the world’s most valuable AI company in 2019 (Marr 2019). The deep-learning technologies SenseTime developed have been applied in many industries. SenseTime also has expanded overseas markets such as Singapore, Japan, South Korea, Thailand, the Philippines, Indonesia, Saudi Arabia, the United Arab Emirates, Hong Kong, Taiwan and Macau.14 The latest investment of an AI industrial park in Malaysia was regarded as a case of SenseTime taking advantage of the BRI to export China’s innovative technologies.15

Similarly, Yitu was also chosen as a computer-vision representative to cooperate with the Ministry of Science and Technology to build a next-generation AI open-innovation platform, which is designed to mutually optimize and deeply fuse algorithms and chips. Yitu was listed as a member of the NITS’s AI Subcommittee (TC28/SC42) and selected as deputy leader of the chip and system group. According to Yitu, it has been deeply involved in China’s standard-setting work and participated in more than 30 standards in AI, big data and computer vision (People.cn 2020).

Yitu established its first overseas R&D centre in Singapore and began its global expansion. It invested in AI chip maker ThinkForce and moved quickly into AI-based facial recognition and has a footprint in Singapore, Malaysia and the United Arab Emirates for developing AI-based surveillance systems for crime prevention, law enforcement (body cameras using facial recognition to identify suspects), and related health care, smart cities and hardware. In 2018, Yitu signed a strategic partnership with a UN agency in Austria (the Investment and Technology Promotion Office), which would benefit the company’s overseas expansion in the fields of intelligent health care, public safety, financial services and smart city initiatives (He 2018).

In the area of AI chips, China’s Cambricon Technologies is a world leader in the design of terminal intelligent processors (Cambricon 1A, 1H and 1M series), cloud-intelligent chips and accelerators (MLU series), and edge-intelligent chips and accelerators. The company has accumulated a set of core technologies and essential patents in optimized chip architecture for AI applications and algorithms. Cambricon owned 205 granted patents for AI chips, of which 39 patents were approved overseas, as well as 55 granted patents for AI chip-related basic system software by the end of 2020 (Cambricon 2021, 22–26). According to data from Clarivate Analytics, Cambricon has one of the largest patent portfolios in AI acceleration hardware or chipsets, larger than that of Nvidia, which is regarded as one of the leaders in the area of AI chips (Trippe 2020). Led
by Cambricon, China is taking the lead in the competition with the United States in terms of AI chip patent innovation, with its number of patent innovations published in specialized AI chips surpassing those of the United States in 2019 (ibid.).

**Data Centres, Cloud Computing and Submarine and Territorial Cables**

Other key digital infrastructures identified by the Chinese government include submarine and terrestrial cables, data centres and cloud computing. Chinese companies are investing in these areas along the DSR.

The 13th Five-Year Plan for National Informatization issued in December 2016 detailed China’s plan for installing submarine and terrestrial cables to connect strategic cities along the Maritime Silk Road and terrestrial cables connecting important countries and regions along the BRI, including Pakistan, Myanmar, Central and Western Asia, Russia, and Central and Eastern Europe (State Council 2016). Chinese companies including the big three telecom operators (China Mobile, China Telecom and China Unicom) and Huawei have participated in building 62 submarine cables and 48 terrestrial cables worldwide.16 Among BRI countries, China has built 34 terrestrial cables with 12 BRI countries and dozens of submarine cables to connect Asia, Africa and Europe since 2017 (Li and Gao 2017). China also engaged in a variety of partnership arrangements in ICT infrastructures with BRI countries.

Data centres and cloud computing were regarded as crucial components of the DSR. The 2016 outline encouraged China’s ICT companies to engage in building information infrastructures including data centres in BRI countries, emphasizing the deployment of data centres, cloud-computing platforms and content delivery network platforms in key strategic cities along the BRI (State Council 2016).

As in other parts of the world, telecom operators, third-party data centre providers and cloud service providers are the main data centre providers in China. Big internet companies such as Alibaba and Tencent are also leading in China’s data centres to provide their cloud service. Basically, for Chinese companies, including telecom operators such as China Telecom, internet giants Alibaba and Tencent, and telecom equipment giant Huawei, their overseas deployment of data centres and cloud services mainly aim to serve and meet the demand of other Chinese companies that have invested globally, in particular Chinese companies operating overseas under the framework of the “going global” strategy and the BRI. They also can meet the demand of foreign companies that operate globally or intend to explore the Chinese market.

With regard to standard setting in submarine and territorial cables, data centres and cloud computing, China generally follows the standards set by international standard-setting organizations and falls far behind in participating in standard setting in these areas. There are a few Chinese nationals representing China in some of the subcommittees and study groups seeking to participate in the standard-setting process via engaging international organizations such as ITU, ISO and IEA, but the European Union and the United States still dominate standard setting for these areas in these organizations. Furthermore, standards in these areas are more technologically neutral and less strategic and geopolitically significant.

As for data centres, China is currently one of 23 participating members of ISO/IEC JTC 1/SC 39, the subcommittee responsible for standard setting for sustainability, IT and data centres.17 Aside from that, China basically follows standards and best practices made in this industry by the United States and other countries to develop its own standards and build its own data centres. The standards for data centres include factors such as choosing a site; whether it is built in a green, energy-saving way; and whether it is easy to manage and maintain. These are basically neutral technology standards. China made its latest national standards on data centres, GB50174, by following the ANSI/TIA-942-B-2017 by the United States and tier standards by the Uptime Institute, the widely recognized organization and third-party certificate institution for standard setting in data centres.

In the area of cloud computing, China involved itself in standard setting as a participating member of several standard-setting bodies such as ISO/IEC
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16 See https://chinatechmap.aspi.org.au/#/map/f2-China%20Mobile,f2-China%20Telecom,f2-China%20Unicom,f2-Huawei,f5-Cable.

17 See www.iso.org/committee/654019.html?view=participation.
JTC 1/SC 38, the subcommittee responsible for standard setting for cloud computing and distributed platforms, and related bodies such as ISO/IEC JAC 1/SC 7, ISO/IEC JAC 1/SC 27, ISO/IEC JTC 1/SC 38, ITU-T Study Group 13 (SG13) and so forth. Chinese nationals assumed the positions of vice-chairman of ITU-T SG13 and vice-chairman of ITU-T SG13 Working Party 1 (WP1) and Working Party 3 (WP3). Similar to the field of data centres, China basically follows and studies the international standards made by the United States and other countries to develop its own standards while promoting them to converge with international standards in cloud computing (China Electronics Standardization Institute 2014). In addition to these international standard-setting bodies, there are also open-source projects or organizations such as OpenStack and Cloud Native Computing Foundation that have been making standards for cloud computing for years.

Similarly, China is a latecomer in the area of submarine and territorial cables and is following international standards in the field to make its own standards while actively participating in international standard setting. ITU-T Study Group 15 (SG15) is the long-time leader in optical fibre and cable standardization. Dan Li from Huawei was vice-chairman of the study group during its 2017–2020 study period. China, with one of its MIIT officials becoming a management member of the ITU Telecommunication Development Advisory Group, had suggested to the ITU Telecommunication Development Sector to coordinate with ITU-T to establish a cross-border international territorial optical fibre network in 2017.

UHV Transmission Systems and Smart Grids

China has been a leader in the area of UHV transmission systems and built a world-leading set of UHV grids, including direct current (DC) and alternating current (AC) lines across China. Over decades of development since the beginning of the twenty-first century, China’s SGCC has achieved the highest level of technology capability in UHV transmission.

UHV transmission systems enable transportation of electricity over long distances with minimal power loss. UHV DC transmission produces less energy loss when travelling over greater distances, while UHV AC transmission can allow for branches within the transmission lines and thus connect to several different cities (IEC 2020). To date, the SGCC has built 24 UHV lines, including ±800 kV DC lines and ±1,000 kV AC lines to transport electricity over thousands of kilometres from western and northern China to eastern areas of the country. China has the highest technological capability in ±800 kV DC lines and ±1,000 kV AC lines in the world.

The technological advancement of Chinese companies in UHV transmission has translated into the country’s leading position in standard setting. China developed hundreds of its own national standards for UHV and actively participated in making international UHV standards in IEC, the International Council on Large Electric Systems (CIGRE) and IEEE. Among them, SGCC (2021) proposed 53 international standards at IEC and 25 international standards at IEEE since 2009, and 42 proposals were approved by IEC and IEEE. They include seven UHV standards approved by IEC and three UHV standards being approved by IEEE out of 42 proposals. In addition, the SGCC also proposed to establish 18 technical groups at CIGRE, including one that relates to UHV (ibid.). China has increased its influence in many international standards organizations including the IEC in recent years. At the IEC, a Chinese national has served as the president since 2020, and China participated in the most technological groups and holds 12 secretariats of technical committees and subcommittees. This could help China gain more influence in UHV transmission standard setting at the IEC.
China has sought to expand its UHV technological advancement into the world through the global energy interconnection initiative, which was founded by former SGCC president Liu Zhenya in 2016. The idea is to build a global energy network consisting of the UHV backbone grid to connect and transmit energy, in particular clean and green energy over great distances. The proposed transcontinental and intercontinental energy network, including three key elements of a UHV grid, smart-grid infrastructure and clean energy, will allow for efficient distribution of power from where most clean (renewable) energy is generated to where it is in greatest demand.

Until recently, China’s push for its idea of global power interconnection through UHV-grid and smart-grid infrastructure and expertise was not impressive. The SGCC successfully built the first UHV DC project in Brazil. Brazil’s Belo Monte mega dam adapted China’s ±800 kV DC lines to transmit power to its metropolitan areas where electricity is most needed. The first stage of the project was finished and put into operation at the end of 2017, and phase 2 of the project is under way. This project is a rare successful case for China’s UHV technology and standards going global. Except for this example, the export of UHV technology and equipment to other countries, including many BRI countries that need to move electricity efficiently to areas where it is most needed, did not go very well. The lack of urgency and high cost of the UHV grid may explain the slow progress.

Smart grids, as one of three key elements of China’s proposed global energy interconnection initiative, involve the application of AI, IoT and big data. They include AI technology for power-load forecasting, intelligent inspection robots, intelligent distribution transformers, intelligent image recognition, drones for automatic inspection and so forth. The SGCC has proposed three standards on smart distribution networks at IEEE, one standard on smart hydropower plants at both IEEE and IEC, and one standard on smart-grid user interfaces at IEC (ibid.). It also takes the lead in several CIGRE technical reports on IoT and AI technology application in electricity systems, robot application in substations, global power interconnection networks and so forth (ibid.).

Looking into the future, UHV and smart grids and the idea of continental connected energy transmission are promising due to the great demand for generating and transporting clean and renewable energy in an efficient way to regions and cities where electricity is most needed, while addressing concerns about climate change, cleaner air and carbon use. These options offer a constructive solution for the world to address resource shortages, environmental pollution and climate change. Certainly, the risk of cascading blackouts caused by a unifying transcontinental UHV grid is another concern for many countries intending to adopt the technology.

---

**Evaluation of Chinese Companies’ Impact on Standard Setting in the DSR**

Based on the discussion above, a few initial conclusions can be drawn about Chinese companies’ practices in standard setting in the DSR.

First, China is taking the lead in a few cutting-edge digital technologies and promoting them along the BRI. Through investment and market expansion, Chinese companies have also achieved increasingly larger market shares and widely promoted application of these technologies in BRI countries, including 5G and IoT, AI and AI-based smart cities, facial recognition and supervision technologies, and smart grids. At the same time, China has actively and widely participated in international standard-setting organizations with regard to these types of IT, and Chinese nationals, including government officials and company representatives, are assuming more positions as chairs and vice chairs of technological committees within these organizations in recent years. Under these circumstances, China’s influence on standard setting in these areas is expected to improve.

Second, in the evolution of 5G and IoT technology, Chinese companies, represented by Huawei, finally made progress and have significant influence on global standard setting after decades of R&D investment and market expansion. Along
with other competitors such as Qualcomm, Samsung, Nokia and Ericsson, Huawei is taking the lead in contributing to 5G and IoT standard setting at international standards organizations such as 3GPP and ITU. Huawei also leads in 5G equipment manufacturing and deployment around the globe. In short, Huawei’s significant percentage of ownership of 5G SEPs and massive contribution to 5G standards, and Huawei and ZTE’s leading position in IoT standards and patents contributed to China’s influence on 5G and IoT standard setting. By comparison, however, Huawei’s and ZTE’s influence on 5G standards is far from dominant and is equivalent to or even less than that of companies in the European Union, South Korea or the United States.

Third, the advantages that Chinese companies possess in AI and AI-based smart cities, facial recognition and supervision technologies, and smart grids are more the result of an expansion of China’s domestic industries that have grown for years and achieved global technological advantages and significant dominance in supply chains. China’s industrial policies and relevant government subsidies played a role in Chinese companies’ rise in these sectors. China’s advantages in technology and supply chains in these industries would have a different impact on the recipient countries that adopt Chinese companies’ technologies and standards, depending on the forms of government and governance quality in these nations. China’s industrial policies and relevant government subsidies played a role in Chinese companies’ rise in these sectors. China’s advantages in technology and supply chains in these industries would have a different impact on the recipient countries that adopt Chinese companies’ technologies and standards, depending on the forms of government and governance quality in these nations.

With respect to standardization in these areas, China is overshadowed by the United States and the European Union. Although there is Chinese representation in relevant technological standard-setting bodies such as ISO/IEC JTC 1 SC 42 on AI and ISO/IEC JTC 1 SC 37 on biometrics, the United States is a leading country in control of secretariats, where standards are being developed. China has some leadership positions in strategic advisory groups, which give important directions to subcommittees. This may indicate that China would gain more influence in planning and overseeing the development of AI and biometrics standards, but at this point, Chinese companies’ advantages in technologies and market share in these areas have not translated into more clout in international standard-setting bodies.

Fourth, in the areas of data centres and cloud computing, and submarine and territorial cables, although big telecom operators in China and large internet companies such as Alibaba and Tencent are leading in China’s data centres to provide their cloud service, they are not yet able to compete with global cloud-computing services such as AWS and Microsoft Azure on the global market. The Chinese government also encouraged development of the public cloud for the purpose of providing digital infrastructure for economic growth. In terms of standard setting in these areas, China falls far behind and basically follows the international standards set by the European Union and the United States in making its own national standards.

Fifth, China’s grand strategy to promote its innovative technology and standards helped Chinese companies rise in this regard, especially at international standards organizations and in BRI countries as well. The Chinese government’s coordination of enterprises’ research and testing for 5G and IoT technologies helps them gain influence in 3GPP and ITU. Through the IMT-2020 (5G) Promotion Group, the Chinese government does coordinate its champion enterprises such as Huawei’s and ZTE’s 5G patents applications and standard setting. The China Standards 2035 strategy and the 2018 MIIT opinion document on promoting standards for digital technologies in BRI countries encouraged Chinese companies to promote Chinese standards in the information and communication sector.

China’s policies and initiatives also influence Chinese companies’ direction for market expansion and priorities, especially SOEs such as China Mobile and China Telecom. For example, submarine cables and data centres are deemed key digital infrastructures, and the Chinese government encourages investment and expansion in these areas overseas. Both SOEs and private companies have participated in these two industries. SOEs are more often following state strategies and building submarine and territorial cables and data centres along the BRI and other regions with important geopolitical implications. Chinese companies’ expansion in these areas, including in 5G and IoT, raised concerns over data and national security from the United States and other developed countries, as these areas constitute key components of digital infrastructure.

China’s technological advantages in smart grids and UHV transmission systems demonstrated the importance of government support and huge investments. They also indicated China’s powerful SGCC’s ambition and aggressive approach in promoting its technology and standards in
electricity transmission and the energy sector, although not much progress has been made so far.

Sixth, Chinese companies’ investment in emerging technologies is influenced by market expansion strategy, their own technological advantages and profit-driven goals rather than by China’s national strategies. Technological maturity, supply chains, competition for market share and other business considerations are the primary reasons why Chinese companies choose to invest in certain European and Asian countries. Before being negatively impacted by accusations of threatening national security, Huawei prioritized its overseas 5G expansion in EU countries, such as Germany and the United Kingdom, where most economies are equipped with technological and market conditions for 5G deployment. This is the primary reason why Huawei prioritized Europe for its 5G deployment. Internet giants Alibaba, Tencent and Huawei’s deployment of data centres and cloud services abroad is part of their market-driven goals to meet the demand of Chinese companies that invested overseas.

Concurrently, Chinese companies took advantage of policies promoted by the Chinese government such as the DSR and benefited from their exploration of overseas markets. For many Chinese companies, the BRI or the DSR acts more like an opportunity that they can exploit. The BRI or the DSR is more like an extra privilege for Huawei’s or other Chinese companies’ investment. Accordingly, technology, supply chains and market share largely explain enterprises’, in particular private companies’, decision to choose certain technologies and standards rather than national strategies and policies. Conversely, wide use of Chinese technologies and standards and expanding market shares of China’s tech enterprises along the BRI complement China’s efforts to link up its national standards to international standards and gain more influence in these international standard-setting organizations.

Conclusion and Implications

China’s first national plan for building a standardization system was introduced in 2015, when the BRI began to operate in full swing and the digital economy began to surge in China. Accordingly, standards connectivity between China and BRI countries and the promotion of China’s standards along the BRI became one of the national plan’s priorities. In the following years, the DSR gradually evolved into a crucial part of the BRI. The practice of using Chinese technology standards through the DSR is an important complement to China’s promotion of its standards at international standards organizations and industry groups.

Before the DSR was established in 2017, Chinese SOEs were the major drivers in standard setting in traditional sectors such as engineering and construction for railways, power stations, electricity transmission and so forth in the BRI. Mutual standards recognition and standards cooperation were the priorities of China’s standards promotion in BRI countries. Since the DSR gained momentum in 2017, private companies are becoming the backbone of China’s influence in the digital economy and standard setting in some fields of the digital economy. Telecom equipment giant Huawei is the main driving force behind China’s increasing role in standard setting in 5G, IoT and smart cities. Chinese AI start-ups Cambricon and SenseTime have a say in AI patents and standards. Internet giants such as Alibaba and Tencent, and Huawei are gaining significant influence in data centres and cloud-computing services in the Asia-Pacific region. Uniview, Megvii and Yitu became rising leaders in the areas of AI and big data-based facial recognition.

China’s SOEs have also become involved in the DSR. Telecommunication carriers such as China Mobile and China Telecom play an important role in telecom infrastructure such as 5G base stations, submarine and terrestrial cables, and data centres. The SGCC has its own unique influence on the standard setting of UHV electricity transmission worldwide. Other Chinese SOEs such as Hikvision and partially state-owned Dahua have significant global market shares in areas such as video surveillance systems.
Driven by the desire to have its own homegrown international standards, the Chinese government has become deeply involved in its state-owned telecom companies’ efforts to have a say in 3G and 4G standard setting. In the 5G era, Huawei made real progress, and the Chinese government has relied more on Huawei’s influence on 5G and IoT standard setting and paid more attention to coordinating instead of directly intervening in Chinese companies’ efforts to gain influence in standard setting. When it comes to its influence on standard setting at international standards organizations, China is overshadowed by traditional powers. Except for its increasing influence on 5G and IoT at 3GPP and ITU, China’s representation and influence in other areas of the digital economy including AI, biometrics, data centres and cloud computing, optical fibres and cables at international standard-setting organizations are still outweighed by the European Union and the United States.

Judging from their operations overseas, Chinese private companies would rather cooperate with the Chinese government in pushing for government initiatives such as the DSR and China Standards 2035 as they can benefit from these initiatives, but their investment in frontier technologies is mainly driven by market-oriented strategies for larger market shares and maximum profits. Their investment can be facilitated under the framework of the DSR and standards-promotion strategies but are not always consistent and help to achieve the goals of the Chinese government.

China’s standards-promotion activities in the DSR have a few implications for global standard setting and US-China technology competition in the digital economy era.

First, the role of China’s promotion of Chinese standards through the DSR should not be overstated. It did not automatically translate into influence at standard-setting organizations, although it is an important complement to China’s efforts. Chinese companies’ leading position in technologies and market share in AI-based facial recognition and surveillance has not translated into more influence at main standard-setting organizations. China’s representation and influence at international standard-setting organizations are still outweighed by the traditional powers of the European Union and the United States, except for China’s increasing influence on 5G and IoT at 3GPP and ITU.

Second, geopolitical and national security concerns in the real world unavoidably play an important role in the global competition for standardization of frontier technologies. Chinese enterprises, both SOEs and private companies, are under great pressure from geopolitical and security concerns when investing globally, including in developed economies in Europe and North America and other countries along the BRI. Huawei is being forced out in most developed economies in the European Union and the Five Eyes security alliance between Australia, Canada, New Zealand, the United Kingdom and the United States due to US-led sanctions. Trying to keep a low profile might be the best strategy for many Chinese high-tech companies that seek to invest and expand on the global market. They can use legal and market means to defend themselves when being sanctioned by the United States or other countries. Private electronics company Xiaomi’s legal victory in May 2021 against the US government and the Department of Defense’s removal of Xiaomi from the list of “Communist Chinese military companies” encouraged other Chinese companies to defend themselves at court.

Third, the suspicion of China held by Western developed economies and other countries is further aggravated by the Chinese government’s growing tendency to impose tighter control on the rising private sector, in particular the national champion Huawei and internet giant platforms and start-ups, and by its cooperation with them on frontier technologies. China’s influence on the digital economy and related standard setting increasingly relies on Huawei and other private big tech firms and start-ups. This could partially explain the greater pressure on these Chinese companies’ investment on the global market, particularly in key areas for commanding leadership in global technology competition such as 5G, AI and big data, as well as other related fields that could be used for a surveillance society, such as smart cities, facial recognition and video surveillance.

Fourth, the geopolitical reasons for the adoption of different technologies and standards should not be exaggerated. Chinese companies’ practices and promotion of Chinese standards through the DSR may indicate the prospect of China gaining more influence on market share and standard setting in some frontier technologies. But technology itself and the supply chain behind it are more important reasons for adopting
different technologies and standards. For instance, reliability and technology advancement, and bargaining and compromising (such as between big companies including Qualcomm, Huawei, Samsung and Ericsson over business interests instead of geopolitical concerns) are the main reasons for adopting 5G standards of channel coding and channel-control coding in 2016. For the same reason, technology requirements and availability to ensure smooth interoperability and roaming largely explain why China and some BRI countries tend to deploy first NB-IoT standards for mobile IoT while operators and companies in North America and Western Europe tend to deploy first LTE-M standards for mobile IoT.

In conclusion, for the most part, Chinese companies’ leading position in technologies and market share has not translated into more influence at main standard-setting organizations, although it is an important complement to China’s efforts in this regard. China’s representation and influence at international standard-setting organizations are still outweighed by the traditional powers of the European Union and the United States, except for China’s increasing influence on 5G and IoT at 3GPP and ITU. Geopolitics plays an important role in the global competition for standardization of frontier technologies, but is not the main factor.
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