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Executive Summary

In the twenty-first century, data became the subject of national strategy. This paper examines these visions and strategies to better understand what policy makers hope to achieve.

Policy makers in many countries have long drafted strategies for economic growth or to govern various technologies. Some of these strategies may be designed to achieve comparative or competitive advantage. But data is different from other inputs: it is plentiful, easy to use and can be utilized and shared by many different people without being used up. Moreover, data can be simultaneously a commercial asset and a public good. Various types of data can be analyzed to create new products and services or to mitigate complex “wicked” problems that transcend generations and nations (a public good function). However, an economy built on data analysis also brings problems — firms and governments can manipulate or misuse personal data, and in so doing undermine human autonomy and human rights. Given the complicated nature of data and its various types (for example, personal, proprietary, public, and so on), a growing number of governments have decided to outline how they see data’s role in the economy and polity.

The author based this study on a sample of 51 nations plus the European Union from various regions, income levels and digital prowess. There is a correlation between income, democracy, levels of digital prowess and data governance. Approximately one-fifth, or 10 governments, issued national data strategies, delineating how various types of data could contribute to their nation’s social and economic development. All of these nations are characterized as high income by the World Bank, except for China, which is an upper-middle-income country. Two are authoritarian. All have high levels of digital prowess. Despite these differences, all of the plans aim to expand the scale and variety of data, increase skill endowments, build data infrastructure, and use governance (encourage network effects, expand free flow of data, and so on) to enhance the digital economy in their nation. Some of these plans make it quite clear that these nations hope to achieve competitive advantage in data-driven sectors, while 70 percent use these data governance strategies to build trust in their policies. While it is too early to evaluate the effectiveness of these strategies, policy makers increasingly recognize that if they want to build their country’s future on data, they must also focus on trust.

Introduction: Data, Data, Data!

Few readers will find common ground between a nineteenth-century detective story and the Chinese government’s 14th Five-Year Plan. Yet both writings focus on the import of data. In The Adventures of Sherlock Holmes,1 Arthur Conan Doyle’s fictional characters argue that the best way to solve a mystery is to collect and analyze data related to the crime. In the Five-Year Plan, Chinese officials argue that the Chinese government must control vast swaths of data so the government can “activate the potential of data factors of production” (Center for Security and Emerging Technology [CSET] 2021, 38).2

Clearly, data’s role in the world has evolved since the time of Sherlock Holmes. Researchers now use large troves of data and new analytic techniques to generate insights and make predictions. Firms have also taken advantage of increased computing power and speed, which allowed them to process data faster (Veldkamp and Chung 2019). Data has become essential to all sectors of society. Today, data is both plentiful and precious. According to Statista, “the total amount of data created, captured, copied, and consumed globally” reached 64.2 zettabytes in 2020. By 2025, “global data creation is projected to grow to more than 180 zettabytes.”3 (A zettabyte is a measure of storage capacity equal to 1,000,000,000,000,000,000,000 or one sextillion bytes.) The Economist (2017) and the World Economic Forum (2021a) have both argued that large troves of data are the world’s most valuable resource.

---

1 Holmes exclaims, “Data! Data! Data!...I can’t make bricks without clay” (Doyle 1892).
2 The Five-Year Plan focuses on data and digitalization, mentioning data 69 times (CSET 2021).
Not surprisingly, China is not the only nation to articulate how data might serve its economy and society. For example, in 2017, the Government of Japan issued a “Declaration to Be the World’s Most Advanced IT Nation: Basic Plan for the Advancement of Public and Private Sector Data Utilization.” The declaration was a promise that Japan would build a model of a society in which people are enriched by data” (Government of Japan 2017, 4). The government followed the declaration with a data strategy in December 2021.

Why are government officials writing such tomes? Data plays multiple roles in the economy and polity; as an input to various forms of data analysis, it can facilitate scientific discovery, help mitigate complex problems such as climate change and drive innovation. But data is not just a commercial asset — it can also be a public good. Policy makers cannot effectively ensure that data meets its commercial and public good potential without data governance (Organisation for Economic Co-operation and Development [OECD] 2021). The World Bank (2021) notes that data governance consists of four main tasks: strategic planning; developing rules and standards; developing mechanisms of compliance and enforcement; and generating the learning and evidence needed to gain insights and address emerging challenges. This paper focuses on the first task: strategic planning.

In 2010, the OECD recommended that governments develop innovation strategies, which would increase productivity and strengthen economic growth and development. The OECD (2010) noted that innovation — the introduction of a new or significantly improved product (good or service), process or method — has long been viewed as central to economic performance and social welfare. It has identified five policy priorities for government action: empowering people to innovate; unleashing innovation in firms; creating and applying knowledge; applying innovation to address global and social challenges; and improving the governance of policies for innovation. National data strategies are innovation strategies, given that data is essential to innovation today.

But data strategies, as noted above, are also a key component of data governance (OECD 2021; World Bank 2021; Aaronson, Struett and Zable 2021). The OECD (2021) defines data governance as principles and policy guidance on how governments can maximize the cross-sectoral benefits of all types of data — personal, non-personal, open, proprietary, public and private — while protecting the rights of individuals and organizations. The OECD defines a national data strategy as a plan or vision that aims to increase the provision, use and reuse of various types of data held by public and private entities in adherence with national norms and laws. According to the OECD, governments use these national strategies to focus attention and resources at a national level, describe how societal entities can work together to benefit from data, and to put forward a vision on how to manage both the opportunities and risks that may arise for individuals and the nation as a whole. Data strategies can address a single type of data and multiple aspects of the data value chain, including data collection, analysis and sharing among different societal entities.

In this paper, the author focuses only on those national data strategies that articulate the country’s vision for data in the economy and polity. The author does not discuss strategies for specific types of data (such as public data). Moreover, the paper does not assess if these strategies are effective because many, but not all, of these strategies are relatively new. Instead, the paper seeks to answer the following questions, which can provide greater insight into the importance of these strategies:

→ Which nations have developed data strategies?
→ What types of data does the data strategy discuss? This question is answered by examining every strategy and comparing what the plans say.
→ Does the nation seek to build trust in its governance of data and data-driven sectors? To ascertain trust, a content analysis of every plan was done to see if the plan mentions trust (also trustworthy, trusted) as an objective. However,
it was noted that trust is contextual — citizens have different perceptions of what trust entails.

→ What are the country’s policy priorities for data? Do they conform to the policy principles delineated by the OECD (2010, 3) for innovation strategies? This question is answered by comparing what policy makers claim are their policy priorities with the OECD’s innovation strategies.

→ Which nations use their data strategies to try to achieve competitive advantage in data and/or data-driven services? What do policy makers say about the rationale for such strategies?

To answer these questions, the author relied on a data set produced by the Digital Trade & Data Governance Hub at The George Washington University (Aaronson, Struett and Zable 2021). In 2021, the Hub designed a new primary-source-based metric to characterize a comprehensive approach to data governance at both the national and international levels. The metric includes six attributes or key categories of data governance (Benfeldt Nielsen 2017; OECD 2021). These attributes (strategic, regulatory, responsible, structural, participatory and international) can be thought of as the different dimensions of action a nation takes to govern data. The strategic attribute describes national strategies to govern various types of data and data-driven services.

The Hub’s data set includes a sample of 51 countries and the European Union. The 52 cases represent a diverse set of countries from different regions and at different income levels based on the World Bank’s categorization of countries. To develop this data set, the Hub relied on the countries under evaluation (and, ultimately, their web presence). While this could create an endogeneity problem, countries have little incentive to hide these strategies. Governments use these strategies to signal to their citizens and foreign investors that they are moving to encourage and govern a data-driven economy (Aaronson, Struett and Zable 2021, 9).

As of January 2022, only 10 (or one-fifth) of the countries in the sample have produced a national data strategy. These data strategies have several shared attributes: all of the plans aim to expand the scale and variety of data; increase skill endowments; build data infrastructure; and use governance (encourage network effects, expand free flow of data and so on) to enhance the digital economy in their nation. Six of these plans explicitly state that these nations hope to achieve competitive advantage in data-driven sectors. Seven of these countries said they will use these data strategies to build trust in their policies. However, very few of these strategies are focused on creating shared value — such as digital public goods (for example, shared artificial intelligence [AI] to solve wicked problems).

This paper proceeds as follows: First, it delineates the state of knowledge about data’s role in the economy and then reviews the role of governance strategies. Next, the paper briefly examines why policy makers might want to seek competitive advantage in data strategies and discusses the importance of trust. Building on the four questions outlined above, the author then compares the national data strategies and draws conclusions. The final section is an annex that describes each of the 10 national data strategies in greater detail.

**What Do We Know about Data?**

Data is defined as raw unanalyzed figures or facts that can be encoded as zeros and ones. It may include personal or sensitive information about people, things and systems (for example, online buyers, satellite images and healthcare systems [Veldkamp and Chung 2019]).

Researchers understand that data acts differently than other inputs. Data is hard to value and the value of data to society as a whole is different from the commercial value for private firms collecting and exploiting data: some types of data, including troves of private data, can have public
Firms that use data can benefit from a “data feedback loop” (Farboodi et al. 2019) or direct network externalities (Goldfarb and Trefler 2018), in which a firm’s success attracts more users and user data, which improves the quality of products through AI and leads to more users and data. But this feedback loop also means that firms are likely collecting too much data (Acemoglu 2021; Acemoglu et al. 2019; Carrière-Swallow and Haksar 2019; Jones and Tonetti 2020).

Moreover, such privileged access to data (economies of scale) provides a competitive advantage, which gives rise to other economic concerns, including income inequality, market concentration and even global monopoly power, and the absence of a level playing field for countries (UNCTAD 2019, 137; Liu 2021). According to UNCTAD, such control gave some countries with such firms both “power and competitive advantages...in digital technologies such as data analytics, artificial intelligence, blockchain, the Internet of things, cloud computing and all Internet based services” (UNCTAD 2021, 3). If UNCTAD analysis is right, countries that have access to a diverse and large supply of high-quality data are likely to have an advantage if they also have the funds and skills to analyze and monetize data (Sheehan 2019).

Several high-income countries and China are the biggest beneficiaries of the ubiquitous availability of data on customer preferences (Mayer 2020). These countries have lots of firms with intangible assets, which can include not only large troves of data, but also goodwill, brand recognition, skills and intellectual property (IP) such as trademarks or trade secrets (Tambe et al. 2020).

While scholars have some understanding of data’s role in the economy, they are not yet at a place where they can effectively guide policy makers as to how best to govern data. No one yet really knows how to:

→ balance innovation, growth and competition with the need to protect the data of individuals and firms from cybertheft, hacking, manipulation and privacy violations;

→ ensure that all of the world’s people benefit from the production and analysis of data, given differences in infrastructure (cloud capacity) and skills as to how to collect, analyze and monetize data as well as infrastructure;

→ mitigate the negative spillovers of data collection and analysis such as disinformation, discrimination, self-censorship and so on (markets alone cannot ensure that society receives benefits from data);

→ retool policies that may be effective in the wealthiest countries to meet conditions in the developing world where informed consent and personal data protection may not be viable strategies (Medine and Murthy 2020); and

→ incentivize data sharing while simultaneously protecting data from hacking, violations of privacy and manipulation.

Despite these gaps in knowledge, some officials are determined to put forward a vision of how their country will govern data.

Data Strategies and Competitive Advantage

Although strategizing is an essential organizational task, there is no one shared definition for strategy or strategizing (Rumelt 1993). John M. Bryson, Frances S. Berry and Kaifeng Yang (2010) and Bryson, Lauren Hamilton Edwards and David M. Van Slyke (2018) generally define governmental strategic planning as a deliberative, disciplined effort to produce fundamental decisions and actions that define what an organization (or other entity) does, and why it does it. “Public-sector planning is strategic when given the context participants have a clear recognition of, and desire to stabilize, what should be stabilized, while maintaining appropriate flexibility in terms of goals, policies, strategies, and processes to manage complexity, take advantage of important opportunities, and advance resilience and sustainability in the face of an uncertain future” (Bryson, Edwards and Van Slyke 2018, 321).

Most nations issue strategy documents for various government objectives and organizations. Some, such as the United States, require all federal agencies to perform annual strategic planning (Bryson, Berry and Yang 2010; Tama 2017).
“Public organizations likely formulate strategy at multiple levels and are statutorily obligated to carry out strategy developed by oversight or legislative bodies that control policy and agency budgets” (Bryson, Berry and Yang 2010, 510). Hence, governmental strategies are multidimensional and reflect compromise among a wide range of actors in and outside government (Osborne and Plastrik 1997).

There are several reasons why governments may issue broad plans for data in the economy and polity. First, policy makers may want to encourage the responsible collection, use, sharing or analysis of various types of data to promote sustainable development (World Economic Forum 2021b; UNCTAD 2019; World Bank 2021). Second, given the import of data, policy makers may want to signal to investors, lenders and their citizens that officials will encourage data-driven innovation, while protecting individuals, groups of individuals or even the nation from potential harms (including national security risks) (UNCTAD 2019, 2021; World Bank 2021). For example, the data-driven economy may bring privacy concerns, faulty information and inadequate data security, among other potential harms.9 Finally, policy makers may want to signal that they aim to achieve competitive advantage in data — that they want to create an environment where national firms specialize in exporting data-driven services.10

According to Harvard Business School professor Michael E. Porter (1990), competitive advantage is based on four national attributes: factor conditions (human resources, physical resources, knowledge resources, capital resources and infrastructure); demand conditions (the size of the home demand and the sophistication of home market buyers as determinants of the international competitiveness of countries); firm strategy, structure and rivalry (systematic differences in the national environment determining strategies and structures of firms across countries); and related and support industries (clustering of competitors in the country or region).

Porter made two other key points. First, he showed that like comparative advantage, competitive advantage is a systemic process, which will change over time as consumer demand, technology, society and the polity evolve. Second, he cited the importance of government policies. “National prosperity is created, not inherited… Government’s proper role is as a catalyst and challenger; it is to encourage — or even push — companies’ competitive advantage” (ibid., 3, 17).

The author could find no analysis of competitive advantage in data, but several researchers have examined comparative advantage in data-driven services such as AI.11 These studies often find that comparative advantage in these services depends on access to and sharing of large pools of high-quality data, which tend to be collected by giant firms in the United States and China. For example, the World Trade Organization (WTO) noted, “data are essential to determine firms’ competitiveness and a country’s comparative advantage...raising an important challenge of structural inequality within and across countries” (WTO 2020, 92). UNCTAD says that major digital platform companies consider their data pools and data-processing capacities to be a key competitive advantage (UNCTAD 2019), suggesting that comparative advantage in data is all about economies of scale and scope of data.

Many of these studies argue that comparative advantage in data can facilitate comparative advantage in data-driven services. According to UNCTAD (2021, xv–xvi), China and the United States “account for half the world’s hyperscale data centers, the highest rates of 5G adoption in the world, 94 per cent of all funding of AI start-ups in the past five years, 70 per cent of the world’s top AI researchers, and almost 90 per cent of the

---

9 See https://odimpact.org/periodic-table.html?utm_source=Data+Stewards+Network&utm_campaign=206e6e84e8-EMAIL_CAMPAIGN_2019_05_17_08_37_COPY_01&utm_medium=email&utm_term=0_bc6d09925f-206e6e84e8-87828353.

10 In 1787, David Ricardo presented his theory of comparative advantage to describe why countries specialized in exporting one good over another. He highlighted the role of factor endowments (resources) and costs of production. However, the theory of comparative advantage does not work well to explain trade behaviour for services. Scholars have found that for trade in services, skill endowments, infrastructure and regulatory institutions are more important than factor endowments such as the supply of resources (Van der Marel 2012; Hoekman 2020).

11 In 2017, economist Simon Evenett asked his colleagues to examine whether Ricardo’s theory of comparative advantage remains valid for new sectors and economic activities. Evenett recruited University of Michigan trade economist Alan Deardorff to write about a relatively new kind of trade based on cross-border data flows — digital trade. After examining several examples of digitally traded services, Deardorff concluded that data storage and computer applications accessible in the cloud did not fit the theory. Deardorff noted that platforms are the key actors in digital trade and their success depends on network effects. Hence, he noted that it was hard to tell if country success was due to country size (for example, its large pool of data) rather than inherent comparative advantage (Deardorff 2017). In this regard, Deardorff was citing demand conditions.
market capitalization of the world’s largest digital platforms.” These firms invest “in all parts of the global data value chain: data collection through the user-facing platform services; data transmissions through submarine cables and satellites; data storage and data analysis, processing and use, for instance through AI” (ibid., xvi). But the two nations have different advantages. While China may have advantages in its large pool of personal data from more than 800 million mobile internet users, the United States has access to global data pools from consumers, firms, satellites and machines. The United States also has greater cloud storage capacity, widespread use of business analytics software and access to business-specific data, which can be valuable for training machine-learning systems (Imbrie, Kania and Laskai 2020, 8–9). America’s cloud providers “control the terms of access to, and administration of, infrastructure [and] are in a position to dominate those who depend on that infrastructure” (Rahman 2018, 237). Moreover, cloud providers that utilize their own software have a built-in advantage. Their customers must rely on their software (UNCTAD 2019, 115) because the internet began in the United States and US firms were among the first to commercialize the internet. These firms began to serve international markets early on (in contrast with those in China). These firms have had more than 20 years of data and experience providing data-driven services internationally (UNCTAD 2019, 126). Finally, American companies have developed the dominant primary tool kits and software frameworks — such as TensorFlow, PyTorch and Caffe — generally employed in AI research (Imbrie, Kania and Laskai 2020, 9, 11).

However, the supply of data is only one element that can contribute to comparative advantage in data-driven services such as AI. Competitiveness in AI will reflect the “dynamism of national innovation ecosystems, which we consider in terms of educational opportunities, access to global talent through immigration, and networks of research collaboration” (ibid., 3). AI techniques are evolving and over time will likely rely less on large pools of data. Some argue that the quality (accuracy), diversity (many different sources) and depth (different aspects of user experiences) of data are also important to competitive advantage in data (Sheehan 2019). One way to achieve greater data quality, accuracy and depth is to share data among different sectors of society (World Economic Forum 2021b, 5).

Data governance is also an essential component of competitive advantage in data-driven sectors (European Commission 2020a). CSET noted that although the United States and China lead the world in AI, “neither the US nor the PRC possesses a definite or generalized advantage in data. The availability of data may be less important than policy and bureaucratic initiatives that make data more available and facilitate its integration” (Imbrie, Kania and Laskai 2020, 3–4).

In light of this situation, it is not surprising that many governments want to spell out that they understand the import of creating an environment conducive to data-driven innovation. But they may also want to signal that they will create a data-driven economy built on trust.

Many policy makers believe trust is essential to the digital economy (The White House 2022). The Group of Twenty (G20) nations (the world’s 20 largest economies) agreed that “Cross-border flow of data, information, ideas and knowledge generates higher productivity, greater innovation, and improved sustainable development” (G20 Leaders 2019). However, these flows could also undermine trust if data is not protected from theft, misuse or privacy violations.

The Importance of Online Trust

Trust is a mechanism to reduce complexity that developed as humans and civilizations evolved; humans use trust and distrust to manage risk (Stanton and Jensen 2021). Trust is particularly important to online services. The Federal Government of Germany (2021, 8) notes, “Trust...is the basis on which data is shared....If you do not trust the source of the data, you won’t trust the data itself either....This trust is fragile,...It can be permanently broken, especially if personal data is misused or its security is not guaranteed. It can also be broken when data is not used for the common good.” When individuals go online, they do not know who they are interacting with (Artz and Gil 2007). Users must trust that the content is legitimate each time they go to a web page, and know that the providers of online services such as Twitter or e-commerce websites and the people they interact with on social networking or gaming sites are legitimate and trustworthy (Golbeck 2006; 2009).
However, there is no one definition of trust online or “digital trust.” Online trust may evolve as data-driven services change over time (Centre for Data Ethics and Innovation 2021).

Unfortunately, several polls show declining trust in providers of online services and in how these firms use personal data. In 2019, researchers at the Pew Research Center found that many people fear that their data is being used without their consent and are concerned that firms might use their clients’ personal data to discriminate and manipulate them (Auxier et al. 2019). The Centre for International Governance Innovation (CIGI) and Ipsos have conducted large international user surveys since 2014 and, in 2019, reported that 75 percent of users who distrust the internet agreed that social media platforms contribute to their lack of trust (CIGI and Ipsos 2019, 116).

The UK Centre for Data Ethics and Innovation surveyed British citizens in 2021 about data. It found people associate data with “personal data.” This means that many think of data primarily in terms of privacy and security,” rather than as an opportunity to use various types of data to solve complex problems. The centre concluded that the United Kingdom can only realize the benefits of data if it can build “public trust in its use” (Centre for Data Ethics and Innovation 2021).

The next section analyzes 10 national data strategies in depth, allowing us to see whether policy makers made online trust a priority.

The Data on Data Strategies

Which Nations Are Issuing Data Strategies?

Nine of the 51 countries and the European Union issued a data strategy, outlining a vision of data’s role in the economy and polity. Table 1 illuminates that a greater number of countries in the sample (some 28) issued strategies regarding public data (data collected, held and/or funded by governmental entities, as well as data in the public domain). In contrast, only eight have issued strategies or guidelines for private sector data sharing.

At first glance, the 10 nations issuing such broad data strategies share certain characteristics. All of the countries are high- or middle-income nations according to World Bank groupings. But there are some key differences. Most of these countries are located in Asia or Europe. Only two, Saudi Arabia and China, are authoritarian nations; the others are democracies, with Singapore a flawed democracy (The Economist Intelligence Unit 2021). With the prominent exception of Saudi Arabia, all nine countries are known for their digital prowess. Hence, there is some correlation among income, levels of digital prowess and this aspect of data governance.

What Kind of Data Does the Plan Cover?

All of the plans cover public data and personal data held by the private sector. None in the sample covered proprietary data or satellite data. Many of the national strategies distinguish between personal and non-personal data, but as the World Bank (2021, 191) notes, data can blend personal and non-personal sources and characteristics. Over time, this distinction between personal and non-personal data that characterizes data governance today may be no longer useful.

Many of the plans focus on the need to build shared or interoperable rules to govern cross-border data flows. But many countries in the developing world lack digital capacity and national officials may lack the expertise to govern data-driven sectors. Only the United Kingdom and Switzerland addressed this dilemma in their data strategies, noting that it was in their interest to help other countries build, sustain and govern data-driven economies. The policy makers drafting these plans generally looked inward, despite the global nature of the internet and the data-driven economy.

Table 1: 51 Countries and EU Plans/Visions for Data (August 2021)

<table>
<thead>
<tr>
<th>Data Strategy</th>
<th>Governmental Data Strategy</th>
<th>Strategic Plan for Private Sector or Data Sharing</th>
</tr>
</thead>
<tbody>
<tr>
<td>Sampled countries with the strategy or guidelines</td>
<td>Australia, China, European Union, Germany, Japan, Saudi Arabia, Singapore, South Korea, Switzerland, United Kingdom</td>
<td>Australia, Brazil, Canada, China, Estonia, European Union, Finland, France, Germany, Indonesia, Ireland, Israel, Japan, Netherlands, New Zealand, Norway, Russia, Saudi Arabia, Singapore, South Korea, Sweden, Taiwan, Thailand, United Arab Emirates, United Kingdom, United States, Uruguay, Vietnam</td>
</tr>
</tbody>
</table>

Source: Table by Andrew Kraskewicz.

Does the Nation Seek to Build Trust with this Vision?

The author used a simple content analysis strategy (searching for the words trust, trusted, trustworthy, reliable) to answer this question. Seven of the 10 data strategies mentioned trust or similar words as a strategic objective of the data strategy. The Australian, EU, German, Japanese, Singaporean, Swiss and UK plans highlight how these governments plan to remain trusted and trustworthy as they use and share data to serve commercial interests and society.

However, the author may have missed a focus on trust in some countries due to translation problems. Trust is contextual and notions of trust in one country may be different from that in another (Ferrin and Gillespie 2009; Fukuyama 1996). China, for example, seems more concerned with online safety than building trust. Yet according to the US National Institute of Standards and Technology (NIST) (2021), the essential building blocks of AI trustworthiness include privacy, reliability, safety and security, some of the same objectives of the Chinese data strategies.

What Are Each Nation’s Policy Priorities for Data?

Table 2 provides an overview of the objectives and types of policies articulated in the data strategies reviewed.

Table 3 summarizes what each nation said it wanted to do in its national data strategy. The table reveals lots of commonality on the desire to build skills, encourage open data sharing, encourage economies of scope on data and, to a lesser extent, favour domestic producers of data-driven services. Countries diverged on a desire to build economies of scale (large pools of data) and to disseminate data public goods internationally.

Do These Strategies Conform to the Policy Principles Delineated by the OECD for Innovation Strategies?

This question is answered by comparing what nations say as their policy priorities with the OECD’s innovation strategies (OECD 2010, 3) in Table 4.
In general, these plans follow the rubric outlined by the OECD for innovation strategies. However, Saudi Arabia, Singapore and South Korea did not discuss whether troves of data held by governments or firms can be considered a global public good.

Which Nations Use Their Data Strategies to Try to Achieve Competitive Advantage in Data and/or Data-driven Services?

Six nations discussed how their strategies for data could yield competitive advantage in data-driven services such as the cloud or AI. For example, the European Union wants to build capacity in smart objects and the Internet of Things (IoT), while Saudi Arabia and Singapore focus on AI.

Not one nation discussed immersive technologies such as augmented reality or virtual reality.

Conclusion: The Meaning of National Data Strategies

Data strategies are an important component of data governance, although such strategies are not essential. For example, Brazil, Canada, Russia and the United States, all important players in data-

| Table 2: Objectives and Policies Delineated in Data Strategies |

<table>
<thead>
<tr>
<th>Objective</th>
<th>Examples of Policies Articulated in Data Strategies</th>
</tr>
</thead>
</table>
| Skill endowment | → Encourage research and training  
→ Invest in and subsidize research and education  
→ Ensure broadband and internet access |
| Data scale: make and grow large pools of data | → Make it easy to collect data  
→ Free flow of data provisions in trade agreements but also make it harder for foreign actors to get access to data |
| Data diversity | → Data-sharing policies and platforms |
| Build infrastructure | → Invest in cloud and other forms of infrastructure |
| Use regulatory policy to promote advantage | → Lax competition policies, rigorous IP protections |
| Use trade policies to promote comparative advantage | → Strong protection and enforcement of IP, including trade secrets  
→ Encourage data free flow and access to government data  
→ Ban performance requirements (or use them)  
→ Ban data localization (or require it)  
→ Ban requirements to share source code |
| Build trust | → Link to personal data protection, consumer welfare, accountability initiatives  
→ Limit disinformation and discrimination  
→ Promote public participation in decision making  
→ Commit to human rights online |

Source: Author analysis of national data strategies.
### Table 3: Data Strategy Comparison

<table>
<thead>
<tr>
<th>Countries’ Data Strategies</th>
<th>Achieve Economies of Scale</th>
<th>Data Diversity (Economies of Scope/Data Sharing)</th>
<th>Trust Model</th>
<th>Disseminating Data Public Goods Internationally</th>
<th>Build Infrastructure</th>
<th>Increase Skills</th>
<th>Policies to Favour Domestic Producers</th>
<th>Focus on Competitive Advantage?</th>
<th>Encourage Open Public Data</th>
</tr>
</thead>
<tbody>
<tr>
<td>Australia (2021)</td>
<td>Yes</td>
<td>Yes</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>Yes</td>
</tr>
<tr>
<td>China (2006–2020 National Informatization Development Strategy and 2021–2025 14th Five-Year Plan for National Informatization)</td>
<td>Yes</td>
<td>Yes</td>
<td></td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>European Union (2014, 2017 and 2020)</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Germany (2021)</td>
<td>Yes</td>
<td>Yes</td>
<td></td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td></td>
<td></td>
<td>Yes</td>
</tr>
<tr>
<td>Japan (2017 and 2021)</td>
<td>Yes</td>
<td>Yes</td>
<td></td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Saudi Arabia (2020)</td>
<td></td>
<td></td>
<td></td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Goal but vague on how</td>
<td></td>
</tr>
<tr>
<td>Singapore (2018, 2021)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td>South Korea (2021)</td>
<td>Yes</td>
<td></td>
<td></td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td></td>
<td></td>
<td>Yes</td>
</tr>
<tr>
<td>Switzerland (2020)</td>
<td>Yes</td>
<td>Yes</td>
<td></td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td></td>
<td></td>
<td>Yes</td>
</tr>
<tr>
<td>United Kingdom (2020)</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>Yes</td>
</tr>
</tbody>
</table>

| Totals                      | 2                         | 7                                             | 7           | 2                                             | 7                    | 10            | 5                                    | 6                             | 8                           |

driven sectors with significant digital prowess, have not put forward a broad vision of data’s role in the economy and polity. This paper cannot solve “the case of the missing data strategies.” But it can illuminate what the 10 nations in the sample seek to achieve with their data strategies.

These nations present complementary yet distinct visions of their data-driven future. Policy makers want to ensure that their nation’s economy and polity can use data effectively and prosper. Some, such as Singapore and Saudi Arabia, have a regional growth focus, while others, such as the United Kingdom, are more focused on the global digital economy. Still others want to create cutting-edge data economies. For example, while South Korea aims to build a “leading edge digital economy,” and the United Kingdom will be “world leading,” Saudi Arabia plans to use its money and its position in the Middle East as a means of building a future with data.

These data strategies are innovation strategies as they present priorities for government action

<table>
<thead>
<tr>
<th>Countries’ Data Strategies</th>
<th>Empower People to Innovate (Capacity Building)</th>
<th>Unleashing Innovation in Firms</th>
<th>Creating and Applying Knowledge</th>
<th>Applying Innovation to Address Global and Social Challenges</th>
<th>Improving the Governance of Policies for Innovation (in Particular Data Governance)</th>
</tr>
</thead>
<tbody>
<tr>
<td>Australia (2021)</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>China (2006–2020 National Informatization Development Strategy and 2021–2025 14th Five-Year Plan for National Informatization)</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>European Union (2014, 2017 and 2020)</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Germany (2021)</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Japan (2017 and 2021)</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Saudi Arabia (2020)</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>No</td>
<td>Yes but vague</td>
</tr>
<tr>
<td>Singapore (2018 and 2021)</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>South Korea (2021)</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>No</td>
<td>Yes</td>
</tr>
<tr>
<td>Switzerland (2020)</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>United Kingdom (2020)</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
<td>Yes</td>
</tr>
<tr>
<td>Totals</td>
<td>10</td>
<td>10</td>
<td>10</td>
<td>7</td>
<td>10</td>
</tr>
</tbody>
</table>

Data sources: Ibid.

Note: In cases where countries issued two plans, the table summarizes both (as in China, Japan and Singapore).

14 Meanwhile, other nations such as Vietnam and South Africa are debating such vision statements. See, for example, Republic of South Africa (2021).
on data-driven innovation. They also fit Porter’s conception of how nations sought to achieve competitive advantage fits these plans. Porter argued that competitive advantage is a moving target, and policy makers must take a systemic approach. At the same time, governments must act as a catalyst and challenger. These visions show that 10 nations clearly take that role of catalyst seriously. Some plans are essentially a roadmap (here is where we will go and when we will arrive), while others are a promise that government officials will both empower their citizens with data and protect their personal data (for example, the European Union). Yet, as Table 3 reveals, some governments promise to favour specific firms or sectors rather than adopt a systemic approach. Policy makers may want to delineate those sectors where they plan to make a mark.

Data strategies are a form of signalling to constituents, firms and foreign investors that policy makers have a vision for where they should direct resources, energy and public attention regarding the data-driven economy. Yet these visions also underscore that these policy makers do not completely understand the complicated role of data in the economy. Every one of the 10 plans highlights data’s potential as a commercial asset rather than as a global public good. The German and Swiss plans are a notable exception. To ensure that the public good nature of data can be realized, policy makers, especially those who work on development, should encourage a greater focus on capacity building, open source and data sharing among nations. The United Nations (2020, para. 22) notes “the utilization of big data and artificial intelligence to create ‘digital public goods in the form of actionable real-time and predictive insights’ is critical for all stakeholders, including the United Nations, as they can serve to identify new disease outbreaks, counter xenophobia and disinformation and measure impacts on vulnerable populations, among other relevant challenges.” While it is understandable that a national strategy on data would focus on national needs, national needs are also served by viewing data as a public good and by creating shared open-source information.17

Many of the policy makers strategizing about data understand that they cannot succeed in building a data-driven economy without facilitating trust among online actors (World Bank 2021a; Aaronson 2021). Policy makers and users make decisions under conditions of uncertainty and incomplete information (Asquer and Krachkovskaya 2020). For this reason, the data-driven future may be hard to predict. Nonetheless, fortune may favour those nations that frequently rethink their strategies in light of data-driven change. As former US President Dwight D. Eisenhower (1957, 818) noted, “Plans are worthless, but planning is everything.”

Author’s Note
The author is grateful to attendees at the Ostrom Workshop, Indiana University; Marc Froese, Burman University; anonymous peer reviewers at CIGI; and colleagues at the Digital Trade & Data Governance Hub for helpful comments.

---

17 For example, open-source code may be easier to hack than proprietary codes. But groups have worked to help software developers disclose vulnerabilities and coordinate with organizations that depend on their code, a scorecard that can automatically assess a software project’s security posture, a framework for building anti-tampering protections into code and a service that issues security certificates to help developers prove their software updates are authentic. See Bertucio, Robinson and Wheeler (2021) and Geller (2022).
Annex: Country-Specific Analysis

Australia: Trust, Data Sharing and Enhancing Human Welfare

Australia’s data strategy is designed to create trust and empower business to use and share data. The strategy notes that “data is critically important to building a modern digital economy and delivering better outcomes for Australians.” The Data Strategy will outline a clear vision for maximising data-driven innovation across the economy by improving access to data, data sharing arrangements, data asset management and strengthening collaboration between government and business.” (Australian Government 2021b). To meet these goals, the government plans to improve access to data, create data-sharing arrangements, illuminate how to best manage data and strengthen collaboration between government and business.

Australia provides a helpful example of how democracies use consultation to build trust. The draft strategy notes that “Australians must feel comfortable their Government respects and secures their data appropriately” (Australian Government 2021a). To build trust, the government could “identify how the Consumer Data Right and supporting institutions could be further leveraged to build a data-driven economy” (Australian Government 2021b, 1). The government stresses that because the data economy and many platforms are global, the government’s efforts to build the data-driven economy must be global; hence, Australia’s focus is on building a trust environment for data, encouraging data sharing and enhancing human welfare by empowering users.

China: Data as a Factor of Production, Linking Digital and Real-World Economies, Ensuring Government Control over Most Data

China is a nation of planners, and Chinese officials have issued several strategies for and about data in recent years. Data is a key component in China’s most recent five-year plan, issued in 2021. The five-year plans describe how the CCP sees China’s future.

The five-year plan is not the only venue where Chinese officials focused on data’s role in the economy and polity. In 2006, the government issued an informatization strategy where it promised to “accelerate the process of constructing a legal system for informatization” (CCP Central Committee and State Council 2006), including revising laws and regulations for information infrastructure, IP, information security, open government innovation and the protection of personal data. The government also promised to “vigorously participate in the research and formulation of related international norms” (ibid.). More recently, officials described data as a factor of production. In addition, China put forward a major data strategy in 2015. In its 13th Five-Year Plan (2016–2021), the government promised to “accelerate the integration of digital and real economies” (State Council 2021). This plan was designed to: expand the cyber-economic space; establish a widely efficient information network; develop the modern internet industrial system; implement the national big data strategy; and strengthen information security (US-China Business Council 2016).

China’s most recent Five-Year Plan (2021) provides important insights into the government’s complicated views about the data-driven economy. It states, “We will welcome the digital age, activate the potential of data factors of production, promote the construction of a cyber powerhouse, accelerate the construction of a digital economy, digital society, and digital government, and leverage digital transformations to drive overall changes in production methods, lifestyles, and governance.

---

19 See Australian Government (2021a).
21 See CCP Central Committee (2019).
22 See State Council (2015) and (2016a). Also see State Council (2016b).
We will give full play to the advantages of massive data” (CSET 2021, 26). The plan then delineates key digital sectors that the government will focus on such as cloud computing and virtual reality.

The plan reflects lessons officials learned from other governments regarding data sharing and data protection. China will “deepen the sharing and utilization of basic information resources such as national demographic, legal person, and geospatial information. We will expand the safe and orderly opening of basic public information and data,...build a unified national public data open platform and development and utilization ports and prioritize and promote the opening to society of high-value data sets” (ibid., art. 17, sec. 1). The plan mentions the import of building infrastructure, noting that the government will “accelerate the construction of a national integrated big data center system, strengthen the overall smart scheduling of computing power, build several national hub nodes and big data center clusters,” and build large supercomputing centres (ibid., art. 6, sec. 2).

But it also reveals that Chinese policy makers seem threatened by the power of China’s giant data firms. China’s huge platforms have global reach, huge financial resources, massive amounts of consumer data and dominance in a growing range of business activities. Moreover, these firms likely know more about Chinese consumers than the CCP. Finally, because these firms control that data, the Party has potentially less control over these consumers/citizens unless it can demand that the platforms share it with the government (Wei 2021; Bloomberg News 2021). The plan states: “We will strengthen the economic supervision of internet platforms in accordance with laws and regulations, clarify platform enterprise positioning and regulatory rules, improve the laws and regulations concerning the identification of monopolies, and crack down on monopolies and unfair competition” (ibid., art. 8, sec. 2, 43–44).

The plan frequently mentions China’s future ambition to be a science and technology powerhouse. “We will deeply implement the strategy of reinvigorating China through science and education, the talent powerhouse strategy, and the innovation-driven development strategy, refine the national innovation system, and speed up the effort to make China into an S&T powerhouse” (ibid., art. 4, sec. 1, 11–12).

Although China’s approach has much in common with other countries, the author’s analysis found three areas where the Chinese approach differed from Western data strategies. Chinese documents never mention the global economy, global markets or the need for shared rules. These strategies do not bring up ethical issues associated with data, despite the establishment of data protection laws and regulations. Finally, these plans do not mention trust. Some analysts have argued that China’s vision does not mention trust because trust plays a different function in China. According to one analysis, in China, the primary function of trust is to protect and establish feelings of safety. In Western democracies, individuals use trust to test where there is ground for future opportunities (De Cremer 2015). Yet levels of trust in the government have declined significantly in China over the previous year (Edelman 2021, 11, 44). Moreover, while the translations do not mention trust, China’s focus on establishing laws to limit misuse of personal data by firms (the government is exempt) may give its citizens the perception that the government is a trustworthy controller of both personal and public data.

The European Union: Trust and Building Competitive Advantage

The European Union has put forward a data strategy designed to both build trust among data sources, users and controllers and facilitate competitive advantage in data. As early as 2014, EU officials recognized that they needed to find ways to allow data to flow freely among the many states of Europe, with their different levels of digital prowess, different languages and different economic cultures. The European Commission adopted communications on the data-driven economy in 2014 and in 2017. These were strategy documents, addressing issues such as the free flow of data across borders and data localization restrictions, as well as emerging legal

---

23 For a timeline, see https://supchina.com/big-tech-crackdown-timeline/.

24 Author’s review of the plans and a discussion email with Henry Gao, January 4, 2022.

25 See, for example, the China Law Translate (2022) translation of China’s regulations on the use of algorithmic recommendations.

26 See European Commission (n.d.).
issues in the context of new data technologies (for example, access, liability, portability), including access to and transfer of non-personal machine-generated data; data liability; and portability of non-personal data, interoperability and standards (European Commission 2018).

In 2020, the commission issued a fuller data strategy focused on data sharing and trust. The strategy highlights Europe’s history as a centre of human-rights-oriented governance. The European Union describes it as putting people first when developing technology and states that the plan is designed to facilitate a transformation built on data, “that works for all, reflecting the best of Europe: open, fair, diverse, democratic and confident. It… put(s) people first, opens up new opportunities for businesses, and boosts the development of trustworthy technology to foster an open and democratic society and a vibrant and sustainable economy” (European Commission 2020a). The European Union stresses that the strategy will create “a single market for data [that] will make the EU more competitive globally and will enable more innovative process, products and services…while keeping those who generate the data in control” (European Commission 2020b). European rules for privacy and data protection, as well as competition law, are fully respected and “the rules for access and use of data are fair, practical and clear” (ibid.).

The European Union is especially focused on the industrial IoT, noting that European firms will be processing and sourcing more data from smart connected objects. The strategy also discusses the need to train data professionals and equip the EU citizenry with basic digital skills (ibid.).

The European Union coupled the strategy with a proposed regulation on data sharing among business and governmental entities. It plans to create a “personal data-sharing intermediary,” that can help individuals exercise their rights under the General Data Protection Regulation, while allowing data use on altruistic grounds (European Commission 2020c). In so doing, the European Union promises to facilitate data sharing of many different types of data, while protecting data that might be subject to data protection legislation, IP, or contain trade secrets or other commercially sensitive information. The regulation will empower users to stay in control of their data and encourage the creation of common European data spaces in crucial sectors.27

Germany: Trust, Data Sharing, Data Competency and Leadership in Data Use

Germany put forward a data strategy in 2021 that is people, commerce and good governance oriented. The architects of the strategy hoped to “ensure that we...can both [add] value...[and] improve the lives of everyone.”28 Germany’s data strategy has four key components: it focuses on data infrastructure such as cloud, quantum and high-performance computing; articulates a framework to ensure that more data can be used and shared responsibly while also preventing any misuse of data; builds digital skills and establishes a data culture (data competency); and, finally, makes Germany a world leader in data use. To achieve that last goal, the government admits it will have to adapt — and build new institutional structures (Federal Government of Germany 2021). German policy makers also aim to empower users: “We want to support informed and sovereign handling of data by citizens of all age groups through various formal and informal educational opportunities. We also want to… train citizens to become experts” (ibid., 39).

Germany’s data strategy is easy for both citizens and experts to understand. Each chapter of the strategy considers three questions: where do we stand; what do we want to achieve; and how do we want to achieve this (how will efforts be measured).

Germany’s plan is not only unusual because it is easy to understand. First, it discusses openness, cooperation and digital protectionism: “we will also work to ensure that the European Union remains the world’s most open region for trade and investment in the digital age, supporting international cooperation on ambitious obligations relating to the free movement of data and countering digital protectionism” (ibid., 25). Second, it focuses on data as a global public good: “We will trial data sharing as a global public good and common good with Africa and Asia” (ibid., 34, 53). Third, the vision examines the role of one kind of IP protection, trade secrets, in preventing data

sharing, reducing competition and potentially favouring the creation of monopolies (ibid., 21). Firms can use trade secrets to protect their algorithms and then they obtain control of any data they analyze with such algorithms. Hence, Germany is arguing for greater amounts of data to be viewed as a digital public good that should be shared openly while protecting privacy. Finally, the vision states that governance must change: “we need to create new processes, standards, roles and institutions that facilitate data-based and evidence-based governance for the good of society” (ibid., 47, 54). For example, “we will gradually equip all legislative experts with the ability to enact digital-compatible laws. In the meantime, we will perform digital feasibility checks on new draft laws” (ibid., 55). In so doing, German officials hope to model responsible use of data.

Japan: Data to Enrich People, Data Sharing and Performance Requirements

Japan has put forward several visions for its future built on data beginning in 2013. In 2013, it promised it would become the world’s most advanced IT nation. In that declaration, Japan said it would build a model of a society in which people are enriched by data (Government of Japan 2013b). The government stated that to achieve that goal, it would facilitate public and private sector data utilization, open data and data sharing. The plan also talked about building skills, ensuring consistency in governance, and improving governance so that as the Japanese population aged, and with low birthrates, it could continue to flourish (ibid., 10–12, 13).

In December 2020, Japan issued its first data strategy. Like its digital trade strategy, it is focused on trust: “We aim to realize a sustainable human society. It is the human-centric society that creates new value by achieving both economic development and solving social issues….Our society values trust and safety” (Government of Japan 2021a). The planners believe that trust would be fostered by open data, open government, trust-based systems, evidence-based policy making, and diverse and high-quality data (ibid., 3, 6, 10). The plan is designed to shape the common rules necessary for data coordination; develop norms that facilitate data flows and eliminate barriers to those flows; construct data platforms and create data markets. The plan noted that the government would set an example: “The Government is the largest data holder in Japan, and its systems and actions will have a significant impact on Japan’s society, economy and industries. The Government plays a role as ‘a platform of platforms’ in the digital society” (ibid., 6).

Like the other plans discussed herein, Japanese policy makers are also focused on infrastructure and digital capacity building (ibid., 21–22). But its approach is confusing. On one hand, the government pledged to build a shared approach to data free flow with trust — as suggested by Prime Minister Shinzo Abe in 2019. He proposed no barriers to the flow of medical, industrial, traffic and non-personal, anonymous data (ibid., 22). However, in June 2021, the government issued its Strategy for Semiconductors and the Digital Industry. The strategy reflects Japanese concerns about being caught between China and the United States. “In order to ensure Japan remains strategically essential and strategically independent amid the conflict for technological hegemony between the U.S. and China” (Government of Japan 2021b), the government consolidated Japanese digital business. The strategy also called for encouraging “data centers to be located in Japan and aim to make it Asia’s core data center base,” and to foster cloud players that are based in Japan (ibid.). Hence, Japan wants to promote free flow with trust but simultaneously practise server localization, and nurture local cloud players. In short, Japan wants to achieve competitive advantage through both openness and protectionism.

Saudi Arabia: Competitive Advantage through “Testbeds”

The Kingdom of Saudi Arabia’s vision for data and AI was issued in 2020; it seems drafted to reassure Saudi citizens that the government understands its future will not be built on oil alone. The government admits it issued the strategy “to capitalize on Data & AI for the Kingdom economically and socially through national combined efforts by all stakeholders” (Kingdom of Saudi Arabia 2020). The plan asserts that the

30 Abe invited leaders to develop shared norms and rules to govern the free flow of non-personal data across borders in a speech on January 19, 2019, in Davos, Switzerland. See Abe (2019).
The kingdom plans “one single source of truth for all government data, centrally managed cloud platform for all government entities and whole-government analytics and AI platform” (ibid., 12). The government plans to upgrade skills, be a friendly environment for foreign investors, fund AI projects, and open government data by default by 2025. The plan notes that this will require legislative changes but is vague about what that entails. “In policies and regulations, NDMO [National Data Management Office] is developing a number of regulatory frameworks including topics such as data privacy and freedom of information” (ibid., 14). While the plan is vague about how the country will protect these human rights associated with data, the plan has a timetable for what the Saudi government hopes to achieve with data: “By 2030, we aim to achieve: ~40% of the total workforce trained on basic Data & AI literacy skills; ~5K Data & AI experts; Top 10 countries in Open data index; Top 20 countries in peer reviewed Data & AI publications; and ~300 Data & AI startups” (ibid., 28). The plan never states how the kingdom can achieve these metrics. Finally, the plan is silent about how the Saudis will create trust in data and AI.

Singapore: Smart Nation Is Focused on Skills, Infrastructure and Competitive Advantage

Singapore was one of the first nations to put forward a vision of how data would drive its economy and society. In 2014, then Prime Minister Lee Hsien Loong announced the Smart Nation plan, “where people will be more empowered to live meaningful and fulfilled lives, enabled seamlessly by technology, offering exciting opportunities for all. It is where businesses can be more productive and seize new opportunities in the digital economy” (Smart Nation and the Digital Government Office 2018, 1). “Singapore is pursuing its smart nation strategy to protect its technology and growth prospects in the region.”

Thus, it can be described as a vision focused on achieving competitive advantage with a regional growth focus. The government updated the plan in 2018 and data governance is a key component. The country aims to “continually up-skill, re-skill and raise the digital capabilities of the workforce”; encourage “firms to innovate and leverage intellectual property for competitive advantage, harnessing the capabilities in...[the] research and innovation community”; update policy and regulations, to ensure that the environment for data innovation “is globally competitive in a digital world”; and update infrastructure (ibid., 12).

The Smart Nation plan addresses the need for new approaches to governing and using data: “Data is a key resource in Smart Nation. It will enable our businesses to grow and create new business opportunities, and allow Government to have more informed policymaking, service delivery and operations” (ibid., 18). The government plans to “maximize the value of data in a trusted environment” by encouraging data sharing among government institutions; it will scale up data collaboration efforts, which allow companies to share data securely and access data analytics tools.” In so doing, the government believes it can foster trust among users and providers (ibid., 18–19).

The plan also focused on infrastructure and skill training by promoting an innovation culture. Singapore wants to encourage various means of citizen engagement in the Smart Nation plan. Government officials emphasize that a smart nation is not built by government, but by everyone — citizens, companies and agencies — and they have established several portals to do so.32

South Korea: Jump-starting Digitalization, Promoting Data Sharing through a Data Dam

South Korean President Moon Jae-in saw opportunity in the pandemic. In June 2020, the Moon administration took a page from Depression-era US President Franklin Roosevelt and announced the Digital New Deal. Moon (2020a) stated, “We are pursuing the Digital New Deal to spearhead a forward-looking innovative economy. We will push ahead with the accelerated transition to a digital economy by extensively digitalizing the national infrastructure while fostering the

---

31 See https://aiforgood.itu.int/singapores-data-strategy-targets-regional-growth/.

32 Ibid.; on portals, see Smart Nation and Digital Government Office (2018, 33).
D.N.A (data, network and AI) ecosystem and non-face-to-face industries.” The Digital New Deal has four components: accelerating the digitalization of industries; expanding digital infrastructure and capacity; making people’s lives safer through smart cities/logistics; and actively nurturing contactless services. Specifically, the plan will promote the collection, sharing and use of data; establish a digital education infrastructure and smart caregiving and health infrastructure; and encourage digital innovation and smart logistics, among other goals.

The Digital New Deal includes a new platform called a “data dam.” According to President Moon (2020b), “This data dam will amass data generated through our public and private networks. Currently, raw data collected in this way cannot be utilized as it is; we need to standardize and combine the data in order to process it. In addition, we have to generate de-identified data — with personal information sorted out as a safeguard. The more this data is utilized through such a process, the smarter artificial intelligence will become.” So the data dam is designed to standardize and de-identify data, creating a trustworthy process and platform. But the translations of the plan never mention building trust. Nonetheless, the Korean government states that because of its approach to data sharing and anonymization with the data dam, its projects “will become the global golden standard” (PR Newswire 2021).

Switzerland: An International and Trust Focus

The Digital Switzerland strategy provides the guidelines for government action on digitalization and is binding on the federal administration. It is based on four principles and objectives. It is focused on empowering people, providing room for development, enabling structural change, and working domestically and internationally. The plan is designed to guarantee security, trust and transparency while continuing to strengthen people’s digital empowerment and self-determination. Like other plans, the strategy aims to build skills and infrastructure, improve online security and increase political participation in decisions about data.

The plan notes that Switzerland will constantly monitor whether its legislation and the international agreements for the data economy are optimally designed: “Switzerland is developing an internationally coordinated data policy, which among other things covers issues of data sovereignty, access to government data, international data traffic, regulation of competition intellectual property, data protection and handling localization guidelines.” In this regard, the government is updating its personal data protection laws and examining how to facilitate data portability and creating trustworthy data spaces. Finally, the country is examining whether “data sovereignty can be improved and dependence on the large international public cloud service providers can be minimised in the medium to long term.”

United Kingdom: A Domestic and International Focus

According to the UK government, the aim of the National Data Strategy (NDS) is “to drive the UK in building a world-leading data economy while ensuring public trust in data use.” The government wants to build trust, ensure easy data access, increase data capability and promote effective cooperation (Department for Digital, Culture, Media & Sport 2020).

The United Kingdom hopes that data can help transform the country in five ways: by boosting productivity and trade; supporting new business and jobs; supporting scientific...
research; delivering better policy and public services; and creating a fairer society for all. Business people should be empowered to choose whether and how to share data in both the public and private sectors, including where the use of their data can help others.

The plan is unique in its focus on helping civil society as well as individual citizens to benefit: “Powered by better data, civil society organizations can be better equipped to reach the people most in need, at the time they most need it. Better data use could also significantly decrease operating costs, allowing charities to focus resources on protecting the most vulnerable parts of our society” (ibid., sec. 2.5).

The government established four pillars to realize the data economy: improving the quality of data; improving education in data skills; ensuring data is available, shared and appropriately protected across borders; and ensuring that data is used responsibly, in a way that is lawful, secure, fair and ethical, sustainable and accountable, while supporting innovation and research (ibid., sec. 2.6).

The United Kingdom is determined to create a flexible data regime that provides both regulatory certainty and high data protection standards: “We will seek EU ‘data adequacy’ to maintain the free flow of personal data from the EEA, and we will pursue UK ‘data adequacy’ with global partners to promote the free flow of data to and from the UK and ensure that it will be properly protected” (ibid., mission 2). The government seems committed to interoperable solutions to data governance internationally (ibid., sec. 4.2).

Like the Swiss plan, the UK Data Strategy has a strong international focus. The United Kingdom pledges to support open data; use big data to help in development; and work with international agencies such as the Red Cross and the United Nations to ensure data on crisis affected areas is handled safely, legally and ethically (ibid., sec. 6.3.3).
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